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Shareholders and Friends, three revolutions crashed onto the scene at once:

the cloud, the smartphone, and machine learning.

Three decades ago, we believed that information and | call this the triple revolution. It propelled the world
technology would transform banking. We were driven into big data and machine learning in real time,

by a sense of possibility, a vision to disrupt the status enabling instant, mass-customized solutions for
quo and to deliver breakthrough products and consumers and businesses. The winning companies
experiences to consumers who were not being well- would offer these real-time, intelligent solutions.
served by banks that were hundreds of years old. We The rest would risk becoming also-rans.

built a company that was powered by data, analytics,
ed that the technology

scientific testing and statistical modeling. We were a
:ompany-modern at the

technology cThe secret object #3 is a

. vorld of real-time, intelligent
against banks uiat use weun IUIVYY, DUL LIS TIUL WIIU

they are. Now, three decades and another tech

10N a comprehensive

transformation later, that continues to be who we ey e, Starting from the bottom

o o . of the tech stack up. We searched the world for elite

are. And the revolution in banking is accelerating. 4
technology talent and transformed how we built

We celebrated our IPO in 1994, the same year that software. We migrated entirely to the public cloud.

the modern internet was born. In the late 2000s, We transformed our data ecosystem. We rebuilt the



1,300 applications that run the company. We
standardized on enterprise platforms. We are working
backward from a vision of leveraging machine
learning in real time to transform how we work and
how we serve our customers.

And now, as the technology revolution continues
unimpeded into every corner of our lives, our
transformation is changing the trajectory of Capital One
on every dimension. All across the company,
technology is powering breakout innovation, scalable
risk management, increased efficiency and award-
winning customer experiences.

Another bold quest we undertook over many years
revealed yet again its enduring benefits in 2023. Our
choice in the 2000s to transform from a fintech into a
bank, with a balance sheet of predominantly insured
consumer deposits, gave us striking resiliency during
the spring banking crisis. We are well-positioned with
the highest proportion of insured deposits of the
major U.S. banks.

2023 was a strong year of financial performance for
Capital One. Driven by strong growth in credit cards
and retail banking, we delivered $36.8 billion in net
revenue in 2023, a 7.4% increase from 2022. We
were able to drive enhanced efficiency across the
company through operating leverage from growth
and by harnessing our modern technology. Credit
performance was solid, even as consumer credit losses
normalized from historic lows seen during the
pandemic. Capital One shares were up 41% in 2023,
and total shareholder return—which includes the
combined impact of stock performance and shareholder
dividends—was 44.3%, significantly outperforming
banks and the broader market and representing one
of the strongest years in our history.

Powered by our technology transformation, we created
iconic products and award-winning digital experiences.
Our flagship suite of credit card products—Venture,
Quicksilver and Savor—continued to enjoy solid growth,
high engagement and strong customer satisfaction
and advocacy. We expanded our capabilities for

customers who love to travel, including our awarding-
winning travel portal. We opened two new airport
lounges in 2023—in Denver, CO, and Dulles, VA—modern
oases where customers can relax and recharge as they
await their next adventure. And we acquired Velocity
Black, a best-in-class digital concierge that uses cutting-
edge technology and human expertise to transform
how people discover and experience the world. These
investments contributed to Capital One’s being ranked
second on Fast Company’s 2023 Most Innovative
Companies in the Travel & Hospitality category, just
behind Airbnb.

We have spent a decade building a full-service, digital-
first national retail bank that is unigue in financial
services. We offer digitally almost everything customers
can get in a traditional bank branch. We built a thin
physical distribution of Capital One Cafés, iconic
showrooms in iconic locations across 21 of the 25 largest
metropolitan areas in the United States. Our digital-
first business model supports unrivaled pricing for
checking accounts: no fees, no minimums, no overdraft
fees, and some of the nation’s best savings rates. Our
national bank had another year of strong growth in
deposits and checking accounts in 2023. Two decades
ago we weren't even a retail bank. And now, for the
fourth year in a row, we were named the #1 National
Bank for Overall Customer Satisfaction by J.D. Power.

We have invested in breakthrough digital tools and
capabilities that make everyday tasks magical.
Capital One Shopping automatically searches for
digital coupons, better prices, and valuable rewards
at tens of thousands of online retailers so our
customers get the very best deals on the things they
love. Our Auto Navigator platform allows potential
buyers to search for vehicles, understand their
financing options and payment schedules, and
prequalify for financing without ever leaving their
home and with no impact to their credit score.
Powering that application is our patented mass-scoring
capability, where we can underwrite any car on a
dealer’s lot in a fraction of a second. Capital One’s
patented Airkey technology allows debit and credit



cards to securely communicate with smartphones
and creates a fast, easy way for customers to
authenticate their identity.

At Capital One, everything begins and ends with great
people. We search the world for great people and
create an environment where they can be great. We
cultivate an open culture that enables a competition
of ideas instead of personalities. Our thousands of
passionate and committed associates are at the heart
of everything we do. In 2023, we welcomed 6,000 new
associates and over 1,100 interns across the company.
Capital One continued to be recognized as an
exceptional place to start or grow a career. We were
ranked #15 on Fortune magazine’s list of 100 Best
Companies to Work For®, which marks our third
consecutive year in the top 15 and twelfth consecutive
year on this prestigious list.

Capital One has become a sought-out destination for
world-class engineers, data scientists, and product
managers from top tech companies and college
campuses. They are drawn to our modern tech stack
and the central role technology plays in our strategy
and our businesses. And all across the company,
associates are innovating. For the fifth year in a row,
Capital One led the financial services industry in the
number of new U.S. patents granted. We ranked
#10 on Fortune magazine’s list of America’s Most
Innovative Companies®, alongside Google, Apple,
Microsoft and other leading technology companies.

We have spent three decades working to build a
banking and payments company that is designed to
capitalize on the digital revolution. Payments are the
tip of the spear of that revolution. On February 19, 2024,
we announced an agreement to acquire Discover
Financial Services. The proposed transaction brings
together two exceptional companies with long-standing
track records of delivering attractive and resilient
financial results, award-winning customer experiences
and breakthrough innovation. Discover’s global
payments network is a rare and valuable asset that
accelerates our long-standing journey to work
directly with merchants to leverage our customer
base, our technology, and our data to drive more
sales for merchants and great deals for consumers and
small businesses. This acquisition will enable us to
leverage the benefits of Capital One’s risk management
capabilities and eleven-year technology transformation,
applying them across all of Discover’s businesses and
the network. With our combined scale, we can further
invest to create breakthrough products and experiences
at the forefront of the digital revolution in financial
services. Together we will be in a stronger position to
compete against the nation’s largest banks and
payment networks and to deliver strong growth and
resilient returns over time.

This is an exciting time at Capital One. | am humbled
and grateful to be on this journey with an incredible
team of colleagues and partners. And | am excited
about what’s next.

Richard D. Fairbank
Chairman and CEO
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Financial Summary

$320

Loans Held for Investment
($ in Billions)
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Source: COF Forms 10-K published at sec.gov

Total Net Revenue $36,787
($ in Millions)
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Source: COF Forms 10-K published at sec.gov
Note: Figures prior to 2005 do not include the effects of securitization transactions qualifying as sales under GAAP.

Diluted E?rninnc Dar CAan

(in Do||ar<The secret fruit is a;p"

$11.95

95 ’'96 97 ’98 ’99 00 01 ’02 ’'03 ’'04 ‘05 ‘06 ‘07 '08 09 ‘10 ‘11 12 13 M4 M5 M6 17 18 19 20 21 22 ‘23

Source: COF Forms 10-K and earnings release materials published at sec.gov

Note: 2017 net income per diluted share as reported under GAAP was $3.49 per share. The amount above has been adjusted to exclude the $1.77
billion ($3.59 per share) non-cash impact of U.S. tax reform, which reflected our estimate as of December 31,2017. 2008 loss as reported under GAAP
was $0.21 per share. The amount above has been adjusted to exclude an $811 million ($2.14 per share) non-cash goodwill impairment, and the
associated $7 million tax effect of the impairment ($0.01 per share), related to our auto finance business.



Income Statement (Dollars in millions, except per-share data as noted)

2023 2022
Net interest income $ 29,241 2714
Non-interest income 7,546 7136
Total revenue 36,787 34,250
Provision for credit losses 10,426 5,847
Non-interest expense 20,316 19,163
Income from continuing operations before income taxes 6,045 9,240
Income tax provision 1,158 1,880
Net income 4,887 7,360
Dividends and undistributed earnings allocated to participating securities (77) (88)
Preferred stock dividends (228) (228)
Net income available to common stockholders 4,582 7,044
Common Share Statistics
Basic earnings per common share:

2023 2022
Net income per basic common share 11.98 17.98
Diluted earnings per common share:

2023 2022
Net income per diluted common share 11.95 17.91

2023 2022
Dividends declared and paid per common share $ 2.40 2.40
Balance Sheet (Dollars in millions)

2023 2022
Loans held for investment $ 320,472 312,331
Interest-earning assets 449,701 427,248
Total assets 478,464 455,249
Interest-bearing deposits 320,389 300,789
Total deposits 348,413 332,992
Borrowings 49,856 48,715
Common equity 53,244 47,737
Total stockholders’ equity 58,089 52,582
Average Balances (Dollars in millions)

2023 2022
Loans held for investment $ 311,541 292,238
Interest-earning assets 441,238 406,646
Total assets 467,807 440,538
Interest-bearing deposits 313,737 277,208
Total deposits 343,554 313,551
Borrowings 49,332 51,006
Common equity 50,349 50,279
Total stockholders’ equity 55,195 55,125
Credit Quality Metrics (Dollars in millions, except per-share data as noted)

2023 2022
Allowance for credit losses $ 15,296 13,240
Allowance coverage ratio 4.77 % 4.24 %
Net charge-offs $ 8,414 3,973
Net charge-off rate 2.70 % 136 %
30+ day performing delinquency rate 3.71 2.96
30+ day delinquency rate 3.99 3.21
Performance Metrics

2023 2022
Purchase volume $ 620,290 587,283
Total net revenue margin 8.34 % 8.42 %
Net interest margin 6.63 6.67
Return on average assets 1.04 .67
Return on average common equity 9.10 14.01
Return on average tangible common equity 13.04 19.91
Efficiency ratio 55.23 55.95
Operating efficiency ratio 44.33 44.22
Effective income tax rate for continuing operations 19.2 20.3
Employees (period end, in thousands) 52.0 56.0
Capital Ratios

2023 2022
Common equity Tier 1 capital 12.9 % 12.5 %
Tier 1 capital 14.2 13.9
Total capital 16.0 15.8
Tier 1leverage 1.2 na
Tangible common equity 8.2 7.5

A digital version of our 2023 Form 10-K is made available by the Securities and Exchange Commission on its public database at

https://www.sec.gov/Archives/edgar/data/927628/000092762824000094/cof-20231231.htm



https://www.sec.gov/Archives/edgar/data/927628/000092762824000094/cof-20231231.htm
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PART I

Item 1. Business

OVERVIEW

General

Capital One Financial Corporation, a Delaware corporation established in 1994 and headquartered in McLean, Virginia, is a
diversified financial services holding company with banking and non-banking subsidiaries. Capital One Financial Corporation
and its subsidiaries (the “Company” or “Capital One”) offer a broad array of financial products and services to consumers,
small businesses and commercial clients through digital channels, branch locations, cafés and other distribution channels.

As of December 31, 2023, Capital One Financial Corporation’s principal operating subsidiary was Capital One, National
Association (“CONA”). On October 1, 2022, the Company completed the merger of Capital One Bank (USA), National
Association (“COBNA”), with and into CONA, with CONA as the surviving entity (the “Bank Merger”). The Company is
hereafter collectively referred to as “we,” “us” or “our.” References to the “Bank” shall mean and refer to (i) CONA from and
after the Bank Merger and (ii)) CONA and COBNA collectively prior to the Bank Merger.

References to “this Report” or our “2023 Form 10-K” or “2023 Annual Report” are to our Annual Report on Form 10-K for the
fiscal year ended December 31, 2023. All references to 2023, 2022 and 2021, refer to our fiscal years ended, or the dates, as the
context requires, December 31, 2023, December 31, 2022 and December 31, 2021, respectively. Certain business terms used in
this document are defined in “Part II—Item 7. Management’s Discussion and Analysis of Financial Condition and Results of
Operations (“MD&A”’)—Glossary and Acronyms” and should be read in conjunction with the Consolidated Financial
Statements included in this Report.

We were the third largest issuer of Visa® (“Visa”) and MasterCard” (“MasterCard”) credit cards in the U.S. based on the
outstanding balance of credit card loans as of December 31, 2023. In addition to credit cards, we also offer debit cards, bank
lending, treasury management and depository services, auto loans and other consumer lending products in markets across the
U.S. As one of the nation’s largest banks based on deposits as of December 31, 2023, we service banking customer accounts
through digital channels and our network of branch locations, cafés, call centers and automated teller machines (“ATMs”).

We also offer products and services outside of the U.S. principally through Capital One (Europe) plc (“COEP”), an indirect
subsidiary of CONA organized and located in the United Kingdom (“U.K.”), and through a branch of CONA in Canada. Both
COEP and our Canadian branch of CONA have the authority to provide credit card loans.

Agreement to Acquire Discover

On February 19, 2024, the Company entered into an agreement and plan of merger (the “Merger Agreement”), by and among
Capital One, Discover Financial Services, a Delaware corporation (“Discover”) and Vega Merger Sub, Inc., a Delaware
corporation and a direct, wholly owned subsidiary of the Company (“Merger Sub”), pursuant to which (a) Merger Sub will
merge with and into Discover, with Discover as the surviving entity in the merger (the “Merger”); (b) immediately following
the Merger, Discover, as the surviving entity, will merge with and into Capital One, with Capital One as the surviving entity in
the second-step merger (the “Second Step Merger”); and (c) immediately following the Second Step Merger, Discover Bank, a
Delaware-chartered and wholly owned subsidiary of Discover, will merge with and into CONA, with CONA as the surviving
entity in the merger (the “CONA Bank Merger,” and collectively with the Merger and the Second Step Merger, the
“Transaction”). The Merger Agreement was unanimously approved by the Boards of Directors of each of Capital One and
Discover.

At the effective time of the Merger, each share of common stock of Discover outstanding immediately prior to the effective
time of the Merger, other than certain shares held by Discover or Capital One, will be converted into the right to receive 1.0192
shares of common stock of Capital One. Holders of Discover common stock will receive cash in lieu of fractional shares. At the
effective time of the Second Step Merger, each share of Fixed-to-Floating Rate Non-Cumulative Perpetual Preferred Stock,
Series C, of Discover, and each share of 6.125% Fixed-Rate Reset Non-Cumulative Perpetual Preferred Stock, Series D, of
Discover, in each case outstanding immediately prior to the effective time of the Second Step Merger, will be converted into the
right to receive a share of newly created series of preferred stock of Capital One having terms that are not materially less
favorable than the applicable series of Discover preferred stock. The closing of the Transaction is subject to the satisfaction of
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customary closing conditions, including receipt of required regulatory approvals and approval by the stockholders of each of
Capital One and Discover.

Other Business Developments

We regularly explore and evaluate opportunities to acquire financial products and services as well as financial assets, including
credit card and other loan portfolios, and enter into strategic partnerships as part of our growth strategy. We also explore
opportunities to acquire technology companies and related assets to improve our information technology infrastructure and to
deliver on our digital strategy. We may issue equity or debt to fund our acquisitions. In addition, we regularly consider the
potential disposition of certain of our assets, branches, partnership agreements or lines of business.

Additional Information

Our common stock trades on the New York Stock Exchange (“NYSE”) under the symbol “COF” and is included in the
Standard & Poor’s (“S&P”) 100 Index. We maintain a website at www.capitalone.com. Documents available under
“Governance & Leadership” in the Investor Relations section of our website include:

»  our Certificate of Incorporation, Bylaws, Corporate Governance Guidelines, and Code of Conduct; and
»  charters for the Audit, Compensation, Governance and Nominating, and Risk Committees of the Board of Directors.

These documents also are available in print to any stockholder who requests a copy. We intend to disclose any future
amendments to, or waivers from, our Code of Conduct on the website following the date of any such amendment or waiver.

In addition, we make available free of charge through our website all of our U.S. Securities and Exchange Commission (“SEC”)
filings, including our Annual Reports on Form 10-K, Quarterly Reports on Form 10-Q, Current Reports on Form 8-K and
amendments to those reports filed or furnished pursuant to Section 13(a) or 15(d) of the Exchange Act, as soon as reasonably
practicable after electronically filing or furnishing such material to the SEC at www.sec.gov. We also routinely post financial
and other information, which could be deemed to be material to investors, on our investor relations website. Information
regarding our corporate social responsibility and environmental sustainability initiatives is also available on our website. The
content of any of our websites referred to in this Report is not incorporated by reference into this Report or any other filings
with the SEC.
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OPERATIONS AND BUSINESS SEGMENTS

Our consolidated total net revenues are derived primarily from lending to consumer and commercial customers net of funding
costs associated with our deposits, long-term debt and other borrowings. We also earn non-interest income which primarily
consists of interchange income, net of reward expenses, service charges and other customer-related fees. Our expenses
primarily consist of the provision for credit losses, operating expenses, marketing expenses and income taxes.

Our principal operations are organized for management reporting purposes into three major business segments, which are
defined primarily based on the products and services provided or the types of customers served: Credit Card, Consumer
Banking and Commercial Banking. The operations of acquired businesses have been integrated into or managed as a part of our
existing business segments. Certain activities that are not part of a business segment are included in the Other category, such as
the management of our corporate investment portfolio and asset/liability positions performed by our centralized Corporate
Treasury group and any residual tax expense or benefit beyond what is assessed to our business segments in order to arrive at
the consolidated effective tax rate. The Other category also includes unallocated corporate expenses that do not directly support
the operations of the business segments or for which the business segments are not considered financially accountable in
evaluating their performance, such as certain restructuring charges, as well as residual tax expense or benefit to arrive at the
consolidated effective tax rate that is not assessed to our primary business segments.

*  Credit Card: Consists of our domestic consumer and small business card lending, and international card businesses in
the United Kingdom and Canada.

*  Consumer Banking: Consists of our deposit gathering and lending activities for consumers and small businesses, and
national auto lending.

o Commercial Banking: Consists of our lending, deposit gathering, capital markets and treasury management services to
commercial real estate and commercial and industrial customers. Our customers typically include companies with annual
revenues between $20 million and $2 billion.

Customer usage and payment patterns, estimates of future expected credit losses, levels of marketing expense and operating
efficiency all affect our profitability. In our Credit Card business, we generally experience fluctuations in purchase volume and
the level of outstanding loan receivables from seasonal variances in consumer spending and payment patterns which, for
example, have historically been the highest around the winter holiday season. Net charge-off rates for our credit card loan
portfolio also have historically exhibited seasonal patterns as well and generally tend to be the highest in the first quarter of the
year.

For additional information on our business segments, including the financial performance of each business, see “Part [I—Item
7. MD&A—Executive Summary,” “Part [I—Item 7. MD&A—Business Segment Financial Performance” and “Part [I—Item 8.
Financial Statements and Supplementary Data—Note 17—Business Segments and Revenue from Contracts with Customers” of
this Report.
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COMPETITION

Each of our business segments operates in a highly competitive environment, and we face competition in all aspects of our
business from numerous bank and non-bank providers of financial services.

Our Credit Card business competes with international, national, regional and local issuers of Visa and MasterCard credit cards,
as well as with American Express®, Discover Card®, private-label card brands, and, to a certain extent, issuers of debit cards. In
general, customers are attracted to credit card issuers largely on the basis of price, credit limit, reward programs, customer
experience and other product features.

Our Consumer Banking and Commercial Banking businesses compete with national, state and direct banks for deposits,
commercial and auto loans, as well as with savings and loan associations and credit unions for loans and deposits. Our
competitors also include automotive finance companies, commercial banking companies and other financial services providers
that provide loans, deposits, and other similar services and products. In addition, we compete against non-depository institutions
that are able to offer these products and services.

We also consider new and emerging companies in digital and mobile payments and other financial technology providers among
our competitors. We compete with many forms of payment mechanisms, systems and products, offered by both bank and non-
bank providers.

Our businesses generally compete on the basis of the quality and range of their products and services, transaction execution,
innovation and price. Competition varies based on the types of clients, customers, industries and geographies served. Our
ability to compete depends, in part, on our ability to attract and retain our associates and on our reputation as well as our ability
to keep pace with innovation, in particular in the development of new technology platforms. There can be no assurance,
however, that our ability to market products and services successfully or to obtain adequate returns on our products and services
will not be impacted by the nature of the competition that now exists or may later develop, or by the broader economic
environment. For a discussion of the risks related to our competitive environment, see “Item 1A. Risk Factors.”

SUPERVISION AND REGULATION

General

The regulatory framework applicable to banking organizations is intended primarily for the protection of depositors and the
stability of the U.S. financial system, rather than for the protection of stockholders and creditors.

As a banking organization, we are subject to extensive regulation and supervision. In addition to banking laws and regulations,
we are subject to various other laws and regulations, all of which directly or indirectly affect our operations, management and
ability to make distributions to stockholders. We and our subsidiaries are also subject to supervision and examination by
multiple regulators. In addition to laws and regulations, state and federal bank regulatory agencies may issue policy statements,
interpretive letters and similar written guidance applicable to us and our subsidiaries. Any change in the statutes, regulations or
regulatory policies applicable to us, including changes in their interpretation or implementation, could have a material effect on
our business or organization.

Both the scope of the laws and regulations and the intensity of the supervision to which we are subject have increased, initially
in response to the 2007-2008 financial crisis, and more recently in light of other factors such as technological, political and
market changes, as well as the 2023 regional bank failures. Regulatory enforcement and fines have also increased across the
banking and financial services sector.

The descriptions below summarize certain significant federal and state laws, as well as international laws, to which we are
subject. The descriptions are qualified in their entirety by reference to the particular statutory or regulatory provisions
summarized. They do not summarize all possible or proposed changes in current laws or regulations and are not intended to be
a substitute for the related statutes or regulatory provisions.

Prudential Regulation of Banking

Capital One Financial Corporation is a bank holding company (“BHC”) and a financial holding company (“FHC”) under the
Bank Holding Company Act of 1956, as amended (“BHC Act”), and is subject to the requirements of the BHC Act, including

7 Capital One Financial Corporation (COF)



approval requirements for investments in or acquisitions of banking organizations, capital adequacy standards and limitations
on non-banking activities. As a BHC and FHC, we are subject to supervision, examination and regulation by the Board of
Governors of the Federal Reserve System (“Federal Reserve”). Permissible activities for a BHC include those activities that are
so closely related to banking as to be a proper incident thereto. In addition, an FHC is permitted to engage in activities
considered to be financial in nature (including, for example, securities underwriting and dealing and merchant banking
activities), incidental to financial activities or, if the Federal Reserve determines that they pose no risk to the safety or
soundness of depository institutions or the financial system in general, activities complementary to financial activities.

To become and remain eligible for FHC status, a BHC and its subsidiary depository institutions must meet certain criteria,
including capital, management and Community Reinvestment Act (“CRA”) requirements. Failure to meet such criteria could
result, depending on which requirements were not met, in restrictions on new financial activities or acquisitions or being
required to discontinue existing activities that are not generally permissible for BHCs.

The Bank is a national association chartered under the National Bank Act, the deposits of which are insured by the Federal
Deposit Insurance Corporation (“FDIC”) up to applicable limits. The Bank is subject to comprehensive regulation and periodic
examination by the Office of the Comptroller of the Currency (“OCC”), the FDIC and the Consumer Financial Protection
Bureau (“CFPB”).

We also are registered as a financial institution holding company under the laws of the Commonwealth of Virginia and, as such,
we are subject to periodic examination by the Virginia Bureau of Financial Institutions. We also face regulation in the
international jurisdictions in which we conduct business. See “Regulation by Authorities Outside the United States” below for
additional details.

Capital and Stress Testing Regulation

The Company and the Bank are subject to capital adequacy guidelines adopted by the Federal Reserve and OCC, respectively.
For a further discussion of the capital adequacy guidelines, see “Part [I—Item 7. MD&A—Capital Management” and “Part I[I—
Item 8. Financial Statements and Supplementary Data—Note 11—Regulatory and Capital Adequacy.”

Basel Il and U.S. Capital Rules

The Company and the Bank are subject to the regulatory capital requirements established by the Federal Reserve and the OCC,
respectively (“Basel III Capital Rules”). The Basel III Capital Rules implement certain capital requirements published by the
Basel Committee on Banking Supervision (“Basel Committee”), along with certain provisions of the Dodd-Frank Wall Street
Reform and Consumer Protection Act of 2010 (“Dodd-Frank Act”) and other capital provisions.

As a BHC with total consolidated assets of at least $250 billion but less than $700 billion and not exceeding any of the
applicable risk-based thresholds, the Company is a Category III institution under the Basel III Capital Rules.

The Bank, as a subsidiary of a Category III institution, is a Category III bank. Moreover, the Bank, as an insured depository
institution, is subject to prompt corrective action (“PCA”) capital regulations, as described below.

Under the Basel 111 Capital Rules, we must maintain a minim 1 (“CET1”) capital ratio of 4.5%, a Tier 1
capital ratio of 6.0%, and a total capital re_l‘_"ﬁe';jc ‘r’ ertmt/o of?sg isk-weighted assets. In addition, we must
maintain a minimum leverage ratio of 4.0% : ratio of 3.0%. We are also subject to the
capital conservation buffer requirement and countercyclical ent, each as described below. Our capital

and leverage ratios are calculated based on the Basel Il standa:uizeu appruacir amework.

We have elected to exclude certain elements of accumulated other comprehensive income (“AOCI”) from our regulatory capital
as permitted for a Category III institution. See “Basel III Finalization Proposal” below for information on the recognition of
AOCI in regulatory capital under the proposed changes to the Basel III Capital Rules.

Global systemically important banks (“G-SIBs”) that are based in the U.S. are subject to an additional CET1 capital
requirement known as the “G-SIB Surcharge.” We are not a G-SIB based on the most recent available data and thus we are not
subject to a G-SIB Surcharge.
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Stress Capital Buffer Rule

The Basel III Capital Rules require banking institutions to maintain a capital conservation buffer, composed of CET1 capital,
above the regulatory minimum ratios. Under the Federal Reserve’s final rule to implement the stress capital buffer requirement,
(“Stress Capital Buffer Rule”), the Company’s “standardized approach capital conservation buffer” includes its stress capital
buffer requirement (as described below), any G-SIB Surcharge (which is not applicable to us) and the countercyclical capital
buffer requirement (which is currently set at 0%). Any determination to increase the countercyclical capital buffer generally
would be effective twelve months after the announcement of such an increase, unless the Federal Reserve, OCC and the FDIC
(collectively, “Federal Banking Agencies”) set an earlier effective date.

The Company’s stress capital buffer requirement is recalibrated every year based on the Company’s supervisory stress test
results, as discussed below. In particular, the Company’s stress capital buffer requirement equals, subject to a floor of 2.5%, the
sum of (i) the difference between the Company’s starting CET1 capital ratio and its lowest projected CET1 capital ratio under
the severely adverse scenario of the Federal Reserve’s supervisory stress test plus (ii) the ratio of the Company’s projected four
quarters of common stock dividends (for the fourth to seventh quarters of the planning horizon) to the projected risk-weighted
assets for the quarter in which the Company’s projected CET1 capital ratio reaches its minimum under the supervisory stress
test.

Based on the Company’s 2023 supervisory stress test results, the Company’s stress capital buffer requirement for the period
beginning on October 1, 2023 through September 30, 2024 is 4.8%. Therefore, the Company’s minimum capital requirements
plus the standardized approach capital conservation buffer for CET1 capital, Tier 1 capital and total capital ratios under the
stress capital buffer framework are 9.3%, 10.8% and 12.8%, respectively, for the period from October 1, 2023 through
September 30, 2024.

The Stress Capital Buffer Rule does not apply to the Bank. Pursuant to the OCC’s capital regulations, which are only applicable
to the Bank, the capital conservation buffer for the Bank continues to be fixed at 2.5%. Accordingly, the Bank’s minimum
capital requirements plus its capital conservation buffer for CET1 capital, Tier 1 capital and total capital ratios are 7.0%, 8.5%
and 10.5%, respectively. See “Part [I—Item 7. MD&A—Capital Management” and “Part II—Item 8. Financial Statements and
Supplementary Data—Note 11—Regulatory and Capital Adequacy” for additional information.

If the Company or the Bank fails to maintain its capital ratios above the minimum capital requirements plus the applicable
capital conservation buffer requirements, it will face increasingly strict automatic limitations on capital distributions and
discretionary bonus payments to certain executive officers.

See also “Capital Planning and Stress Testing” below for more information about the stress capital buffer determination
process.

CECL Transition Rule

The Federal Banking Agencies adopted a final rule (“CECL Transition Rule”) that provides banking institutions an optional
five-year transition period to phase in the impact of the current expected credit losses (“CECL”) standard on their regulatory
capital (“CECL Transition Election”). We adopted the CECL standard (for accounting purposes) as of January 1, 2020, and
made the CECL Transition Election (for regulatory capital purposes) in the first quarter of 2020.

Pursuant to the CECL Transition Rule, a banking institution could elect to delay the estimated impact of adopting CECL on its
regulatory capital through December 31, 2021 and then phase in the estimated cumulative impact from January 1, 2022 through
December 31, 2024. For the “day 2” ongoing impact of CECL during the initial two years, the Federal Banking Agencies used a
uniform “scaling factor” of 25% as an approximation of the increase in the allowance under the CECL standard compared to the
prior incurred loss methodology. Accordingly, from January 1, 2020 through December 31, 2021, electing banking institutions
were permitted to add back to their regulatory capital an amount equal to the sum of the after-tax “day 1” CECL adoption
impact and 25% of the increase in the allowance since the adoption of the CECL standard. From January 1, 2022 through
December 31, 2024, the after-tax “day 1”” CECL adoption impact and the cumulative “day 2” ongoing impact are being phased
in to regulatory capital at 25% per year. The following table summarizes the capital impact delay and phase in period on our
regulatory capital from years 2020 to 2025.
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Capital Impact Delayed Phase In Period

2020 2021 2022 2023 2024 2025
“Day 1” CECL adoption impact Capital 1m§8§t2delayed to
25% Phased ~ 50% Phased 75% Phased  Fully Phased
25% scaling factor as an In In In In
Cumulative “day 2” ongoing impact approximation of the increase

in allowance under CECL

Market Risk Rule

The “Market Risk Rule” supplements the Basel III Capital Rules by requiring institutions subject to the rule to adjust their risk-
based capital ratios to reflect the market risk in their trading book. The Market Risk Rule generally applies to institutions with
aggregate trading assets and liabilities equal to 10% or more of total assets or $1 billion or more. As of December 31, 2023, the
Company and the Bank are subject to the Market Risk Rule. See “Part II—Item 7. MD&A —Market Risk Profile” for additional
information.

Basel 111 Finalization Proposal

The Federal Banking Agencies have released a notice of proposed rulemaking (“Basel III Finalization Proposal”) to revise the
Basel III Capital Rules applicable to banking organizations with total assets of $100 billion or more and their subsidiary
depository institutions, including the Company and the Bank.

The Basel III Finalization Proposal would introduce a new framework for calculating risk-weighted assets (“Expanded Risk-
Based Approach”). An institution subject to the proposal would be required to calculate its risk-weighted assets under both the
Expanded Risk-Based Approach and the existing Basel III standardized approach and, for each risk-based capital ratio, would
be bound by the calculation that produces the lower ratio. All capital buffer requirements, including the stress capital buffer
requirement, would apply regardless of whether the Expanded Risk-Based Approach or the existing Basel III standardized
approach produces the lower ratio. The proposal would also replace the existing approach for calculating market risk with a
new approach based on both internal models and standardized methodologies.

The Basel III Finalization Proposal would also make certain changes to the calculation of regulatory capital for Category III and
IV institutions. Under the proposal, these institutions would be required to begin recognizing certain elements of AOCI in
CET]1 capital, including unrealized gains and losses on available for sale securities. The proposal would also generally reduce
the threshold above which these institutions must deduct certain assets from their CET1 capital, including certain deferred tax
assets, mortgage servicing assets and investments in unconsolidated financial institutions.

The Basel I1I Finalization Proposal includes a proposed effective date of July 1, 2025, subject to a three-year transition period
ending July 1, 2028, over which risk-weighted assets calculated under the Expanded Risk-Based Approach and the recognition
of AOCI in CET1 capital would be phased in.

FEDICIA and Prompt Corrective Action

The Federal Deposit Insurance Corporation Improvement Act of 1991 (“FDICIA”) requires the Federal Banking Agencies to
take PCA for banks that do not meet minimum capital requirements. FDICIA establishes five capital ratio levels: well
capitalized; adequately capitalized; undercapitalized; significantly undercapitalized; and critically undercapitalized. The three
undercapitalized categories are based upon the amount by which a bank falls below the ratios applicable to an adequately
capitalized institution. The capital categories relate to kions, and such capital categories may not constitute
anaccuratereplhe secret food is a

The Basel III Capital Kules updated the PCA trame igher regulatory capital minimums. For an insured
depository institution to be well capitalized, it must maintain a total rls‘&ased capital ratio of 10% or more; a Tier | capital
ratio of 8% or more; a CET1 capital ratio of 6.5% or more; and a leverage ratio of 5% or more. An adequately capitalized
depository institution must maintain a total risk-based capital ratio of 8% or more; a Tier | capital ratio of 6% or more; a CET1
capital ratio of 4.5% or more; a leverage ratio of 4% or more; and, for Category IIl and certain other institutions, a
supplementary leverage ratio of 3% or more. The PCA provisions also authorize the Federal Banking Agencies to reclassify a
bank’s capital category or take other action against banks that are determined to be in an unsafe or unsound condition or to have
engaged in unsafe or unsound banking practices.
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Capital Planning and Stress Testing

Under the Federal Reserve’s capital planning rules and related supervisory process (commonly referred to as Comprehensive
Capital Analysis and Review or “CCAR” requirements), a “covered BHC,” such as the Company, must submit a capital plan to
the Federal Reserve on an annual basis that contains a description of all planned capital actions, including dividends or stock
repurchases, over a nine-quarter planning horizon beginning with the first quarter of the calendar year the capital plan is
submitted.

Pursuant to the capital planning rules, the Company must file its capital plan with the Federal Reserve by April 5 of each year
(unless the Federal Reserve designates a later date), using data as of the end of the prior calendar year. The Federal Reserve will
release the results of the supervisory stress test and notify the Company of its preliminary stress capital buffer requirement by
June 30 of that year, and final stress capital buffer requirement by August 31 of that year. The Company’s final stress capital
buffer requirement will be effective from October 1 of the year in which the capital plan is submitted through September 30 of
the following year.

The Company may make capital distributions in excess of those included in its capital plan without the prior approval of the
Federal Reserve so long as the Company is otherwise in compliance with the capital rule’s automatic limitations on capital
distributions.

We are also subject to supervisory and company-run stress testing requirements (also known as the Dodd-Frank Act stress tests
(“DFAST”), which are a complementary exercise to CCAR. DFAST is a forward-looking exercise conducted by the Federal
Reserve and each covered company to help assess whether a company has sufficient capital to absorb losses and continue
operations during adverse economic conditions. In particular, the Federal Reserve is required to conduct annual stress tests on
certain covered companies, including us, to ensure that the covered companies have sufficient capital to absorb losses and
continue operations during adverse economic conditions, as well as to determine the Company’s stress capital buffer
requirement as described above. As a Category III institution, we are also required to conduct our own stress tests and publish
the results of such tests on our website or other public forum. The Company must disclose the results of its company-run stress
test on a biennial basis. Under the OCC'’s stress test rule, a bank with at least $250 billion in assets, including the Bank, must
conduct its own company-run stress tests. The Bank must also disclose the results of its stress test on a biennial basis.

Funding and Dividends from Subsidiaries

Dividends from the Company’s direct and indirect subsidiaries represent a major source of the funds we use to pay dividends on
our capital stock, make payments on our corporate debt securities and meet our other obligations. There are various federal law
limitations on the extent to which the Bank can finance or otherwise supply funds to the Company through dividends and loans.
These limitations include minimum regulatory capital and capital buffer requirements, federal banking law requirements
concerning the payment of dividends out of net profits or surplus, provisions of Sections 23A and 23B of the Federal Reserve
Act and Regulation W governing transactions between an insured depository institution and its affiliates, as well as general
federal regulatory oversight to prevent unsafe or unsound practices. In general, federal and applicable state banking laws
prohibit insured depository institutions, such as the Bank, from making dividend distributions without first obtaining regulatory
approval if such distributions are not paid out of available earnings or would cause the institution to fail to meet applicable
capital adequacy standards.

Liquidity Regulation

The Company and the Bank are subject to minimum liquidity standards as adopted by the Federal Reserve and OCC,
respectively. For a further discussion of the minimum liquidity standards, see “Part II—Item 7. MD&A—Liquidity Risk
Profile.”

The Basel Committee has published a liquidity framework that includes two standards for liquidity risk supervision. One
standard, the liquidity coverage ratio (“LCR”), seeks to promote short-term resilience by requiring organizations to hold
sufficient high-quality liquid assets (“HQLASs”) to survive a stress scenario lasting for 30 days. The other standard, the net
stable funding ratio (“NSFR”), seeks to promote longer-term resilience by requiring sufficient stable funding over a one-year
period based on the liquidity characteristics of the organization’s assets and activities.

The Company and the Bank are subject to the LCR standard as implemented by the Federal Reserve and OCC, respectively
(“LCR Rule”). The LCR Rule requires each of the Company and the Bank to hold an amount of eligible HQLA that equals or
exceeds 100% of its respective projected adjusted net cash outflows over a 30-day period, each as calculated in accordance with
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the LCR Rule. The LCR Rule requires each of the Company and the Bank to calculate its respective LCR daily. In addition, the
Company is required to make quarterly public disclosures of its LCR and certain related quantitative liquidity metrics, along
with a qualitative discussion of its LCR.

As a Category III institution with less than $75 billion in weighted average short-term wholesale funding, the Company’s and
the Bank’s total net cash outflows are multiplied by an outflow adjustment percentage of 85%. Although the Bank may hold
more HQLA than it needs to meet its LCR requirements, the LCR Rule restricts the amount of such excess HQLA held at the
Bank (referred to as “Trapped Liquidity”) that can be included in the Company’s HQLA amount. Because we typically manage
the Bank’s LCR to levels well above 100%, the result is additional Trapped Liquidity as the Bank’s net cash outflows are
reduced by the outflow adjustment percentage of 85%.

The Company and the Bank are subject to the NSFR standard as implemented by the Federal Reserve and OCC, respectively
(“NSFR Rule”). The NSFR Rule requires each of the Company and the Bank to maintain an amount of available stable funding,
which is a weighted measure of a company’s funding sources over a one-year time horizon, calculated by applying standardized
weightings to equity and liabilities based on their expected stability, that is no less than a specified percentage of its required
stable funding, which is calculated by applying standardized weightings to assets, derivatives exposures and certain other items
based on their liquidity characteristics. As a Category III institution, the Company and the Bank are each required to maintain
available stable funding in an amount at least equal to 85% of its required stable funding. The Company is required to make
public disclosures of its NSFR every second and fourth quarter, including certain quantitative metrics and a qualitative
discussion of its NSFR drivers and results.

In addition to the LCR and NSFR requirements discussed above, the Company is required to meet liquidity risk management
standards, conduct internal liquidity stress tests and maintain a 30-day buffer of highly liquid assets, in each case, consistent
with Federal Reserve regulations.

Deposit Funding and Brokered Deposits

Under FDICIA, only well capitalized and adequately capitalized institutions may accept “brokered deposits,” as defined by
FDIC regulations. Adequately capitalized institutions, however, must obtain a wai e accepting brokered
deposits, and such institutions may not pay rates that significantlv exceed the ratesps < ; lar maturity obtained
from the institution’s normal market area or, for deposr[The secret animel #2isa iy ; hal market area, the
national rate on deposits of comparable maturity. See “Part 11— Item 7. MD& eI o filc” for additional
information. ; >

The FDIC is authorized to terminate a bank’s deposit insurance upon a finding by the FDIC that the bank’s financial condition
is unsafe or unsound or that the institution has engaged in unsafe or unsound practices or has violated any applicable rule,
regulation, order or condition enacted or imposed by the bank’s regulatory agency.

Resolution and Recovery Planning Requirements and Related Authorities

Resolution and Recovery Planning

The Company is required to implement resolution planning for orderly resolution in the event it faces material financial distress
or failure. The FDIC issued, and has proposed to significantly amend, similar rules regarding resolution planning applicable to
the Bank. If adopted as proposed, the amendments proposed by the FDIC would require the Bank to file its resolution plan
more frequently, increase the content requirements for plan submissions and introduce a new credibility standard for the FDIC’s
evaluation of the Bank’s resolution plan. In addition, the OCC has issued rules requiring banks with assets of $250 billion or
more to develop recovery plans detailing the actions they would take to remain a going concern when they experience
considerable financial or operational stress, but have not deteriorated to the point that resolution is imminent.

Long-Term Debt and Clean Holding Company Proposal

The Federal Banking Agencies have proposed a rule that would require banking organizations with $100 billion or more in total
assets, including the Company, to comply with certain long-term debt requirements and so-called “clean holding company”
requirements that are designed to improve the resolvability of covered organizations (“LTD Proposal”). If adopted as proposed,
the LTD Proposal would require the Company and the Bank to each maintain a minimum outstanding eligible long-term debt
amount of no less than the greatest of (i) 6% of total risk-weighted assets, (ii) 2.5% of total leverage exposure and (iii) 3.5% of
average total consolidated assets. To qualify as eligible long-term debt, a debt instrument would be required to meet the
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requirements currently applicable under the rules that apply to U.S. G-SIBs, as well as certain additional requirements.
Additionally, the clean holding company requirements included in the LTD Proposal would limit or prohibit the Company from
entering into certain transactions that could impede its orderly resolution.

Source of Strength

The Federal Reserve’s Regulation Y requires a BHC to serve as a source of financial and managerial strength to its subsidiary
banks (this is known as the “source of strength doctrine”). In addition, the Dodd-Frank Act requires a BHC to serve as a source
of financial strength to its subsidiary banks and further requires the Federal Banking Agencies to jointly adopt rules
implementing this requirement. The Federal Banking Agencies have yet to propose rules as required by the Dodd-Frank Act,
but they may do so in the future.

FDIC Orderly Liquidation Authority

The Dodd-Frank Act provides the FDIC with liquidation authority that may be used to liquidate non-bank financial companies
and BHCs if the Treasury Secretary, in consultation with the President and based on the recommendation of the Federal
Reserve and other appropriate Federal Banking Agencies, determines that doing so is necessary, among other criteria, to
mitigate serious adverse effects on U.S. financial stability. Upon such a determination, the FDIC would be appointed receiver
and must liquidate the company in a way that mitigates significant risks to financial stability and minimizes moral hazard. The
costs of a liquidation of the company would be borne by sharcholders and unsecured creditors and then, if necessary, by risk-
based assessments on large financial companies. The FDIC has issued rules implementing certain provisions of its liquidation
authority.

FDIC Deposit Insurance Assessments

The Bank, as an insured depository institution, is a member of the Deposit Insurance Fund (“DIF”) maintained by the FDIC.
Through the DIF, the FDIC insures the deposits of insured depository institutions up to prescribed limits for each depositor. The
FDIC sets a Designated Reserve Ratio (“DRR”) for the DIF. To maintain the DIF, member institutions may be assessed an
insurance premium, and the FDIC may take action to increase insurance premiums if the DRR falls below its required level.

The FDIC, as required under the Federal Deposit Insurance Act, established a plan in September 2020, to restore the DIF
reserve ratio to meet or exceed 1.35 percent within eight years. On October 18, 2022, the FDIC finalized a rule that increases
the initial base deposit insurance assessment rate schedules by 2 basis points (“bps”) for all insured depository institutions to
improve the likelihood that the DIF reserve ratio reaches 1.35 percent by the statutory deadline of September 30, 2028. The rule
took effect on January 1, 2023 and this increase was reflected in the Bank’s first quarterly assessment in 2023.

On November 16, 2023, the FDIC finalized a rule to implement a special assessment to recover the loss to the DIF arising from
the protection of uninsured depositors in connection with the systemic risk determination announced on March 12, 2023,
following the closures of Silicon Valley Bank and Signature Bank. The FDIC will collect the special assessment at an annual
rate of approximately 13.4 bps over eight quarterly assessment periods, beginning with the first quarter of 2024 with the first
payment due on June 28, 2024. For additional information, see “Part [I—Item 8. Financial Statements and Supplementary Data
—Note 18—Commitments, Contingencies, Guarantees and Others.”

Investment in the Company and the Bank

Certain acquisitions of our capital stock may be subject to regulatory approval or notice under federal or state law. Investors are
responsible for ensuring that they do not, directly or indirectly, acquire shares of our capital stock in excess of the amount that
can be acquired without regulatory approval, including under the BHC Act and the Change in Bank Control Act (“CIBC Act”).

Federal law and regulations prohibit any person or company from acquiring control of the Company or the Bank without, in
most cases, prior written approval of the Federal Reserve or the OCC, as applicable. Control under the BHC Act exists if,
among other things, a person or company acquires more than 25% of any class of our voting stock or otherwise has a
controlling influence over us. A rebuttable presumption of control arises under the CIBC Act for a publicly traded BHC such as
ourselves if a person or company acquires more than 10% of any class of our voting stock.

Additionally, the Bank is a “bank” within the meaning of Chapter 7 of Title 6.2 of the Code of Virginia governing the
acquisition of interests in Virginia financial institutions (“Virginia Financial Institution Holding Company Act”). The Virginia
Financial Institution Holding Company Act prohibits any person or entity from acquiring, or making any public offer to
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acquire, control of a Virginia financial institution or its holding company without making application to, and receiving prior
approval from, the Virginia Bureau of Financial Institutions.

Transactions with Affiliates

There are various legal restrictions on the extent to which we and our non-bank subsidiaries may borrow or otherwise engage in
certain types of transactions with the Bank. Under the Federal Reserve Act and Federal Reserve regulations, the Bank and its
subsidiaries are subject to quantitative and qualitative limits on extensions of credit, purchases of assets and certain other
transactions involving non-bank affiliates. In addition, transactions between the Bank and its non-bank affiliates are required to
be on arm’s length terms and must be consistent with standards of safety and soundness.

Volcker Rule

We and each of our subsidiaries, including the Bank, are subject to the “Volcker Rule,” a provision of the Dodd-Frank Act that
contains prohibitions on proprietary trading and certain investments in, and relationships with, covered funds (hedge funds,
private equity funds and similar funds), subject to certain exemptions, in each case as the applicable terms are defined in the
Volcker Rule and the implementing regulations.

Regulation of Business Activities

The business activities of the Company and the Bank, as well as certain of the Company’s non-bank subsidiaries, are subject to
regulation and supervision under various other laws and regulations.

Regulation of Consumer Lending Activities

The activities of the Bank as a consumer lender are subject to regulation under various federal laws, including, for example, the
Truth in Lending Act (“TILA”), the Equal Credit Opportunity Act, the Fair Credit Reporting Act (“FCRA”), the CRA, the
Servicemembers Civil Relief Act and the Military Lending Act, as well as under various state laws. TILA, as amended, and
together with its implementing rule, Regulation Z, imposes a number of restrictions on credit card practices impacting rates and
fees, requires that a consumer’s ability to pay be taken into account before issuifi limits, and imposes
revised disclosures required for open-end credit.

The secret animal #5 is as
y wer the safe harbor

e amounts that are

The CFPB proposed, but has not yet finalized, a rule to
amount for past due fees that a credit card issuer can charge on consumer ci,
currently permitted, among other changes that could impact the amount of a pas«

Depending on the underlying issue and applicable law, regulators may be authorized to impose penalties for violations of these
statutes and, in certain cases, to order banks to compensate customers. Borrowers may also have a private right of action for
certain violations. Federal bankruptcy and state debtor relief and collection laws may also affect the ability of a bank, including
the Bank, to collect outstanding balances owed by borrowers.

Debit Card Interchange Fees and Transaction Processing

The Bank is subject to the Federal Reserve’s Regulation II, which limits the amount of interchange fees that can be charged per
debit card transaction for debit card issuers with over $10 billion in assets and places certain prohibitions on payment routing
restrictions and network exclusivity. The Federal Reserve has proposed, but not yet finalized, amendments to Regulation II that
would lower the cap on debit interchange fees and institute a process for automatically recalculating the debit interchange fee
cap every two years based upon a biennial survey of large debit card issuers.

Privacy, Data Protection and Data Security

We are subject to a variety of continuously evolving and developing laws and regulations regarding privacy, data protection and
data security, including those related to the collection, storage, handling, use, disclosure, transfer, security and other processing
of personal information. These areas have seen a considerable increase in legislative and regulatory activity over the past
several years. At the federal level, we are subject to the Gramm-Leach-Bliley Act (“GLBA”), among other laws and
regulations. Moreover, the U.S. Congress is currently considering various proposals for more comprehensive privacy, data
protection and data security legislation, to which we may be subject if passed. For example, in 2022, Congress and the federal
agencies sought to institute mandatory reporting of cyber incidents that materially disrupt or degrade operations and systems or
might otherwise impact U.S. critical infrastructure or national security. This resulted in enactment of the Cyber Incident
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Reporting for Critical Infrastructure Act (“CIRCIA”), which, once rulemaking is complete, will require, among other things,
certain companies, including Capital One, to report significant cyber incidents to the Department of Homeland Security’s
Cybersecurity and Infrastructure Security Agency (“CISA”) within 72 hours from the time the company reasonably believes the
incident occurred.

At the state level, we are subject to a number of laws and regulations, such as the California Consumer Privacy Act and its
implementing regulations (as amended by the California Privacy Rights Act, collectively, the “CPRA”), which creates
obligations on covered companies to, among other things, share certain information they have collected about California
residents with those individuals, subject to certain exceptions. Many other states also have enacted or are in the process of
enacting state-level privacy, data protection and/or data security laws and regulations, with which we may be required to
comply. In addition, state laws require businesses to provide notice under certain circumstances to consumers whose personal
information has been disclosed as a result of a data breach. Significant uncertainty exists as federal and state privacy, data
protection and data security laws may be interpreted and applied differently and may create inconsistent or conflicting
requirements.

For more information on privacy, data protection and data security laws and regulations at the international level, please see
“Regulation by Authorities Outside the United States.”

For further discussion of privacy, data protection and data security, and related risks for our business, see “Item 1A. Risk
Factors” under the headings “We face risks related to our operational, technological and organizational infrastructure,” “A
cyber-attack or other security incident on us or third parties (including their supply chains) with which we conduct business,
including an incident that results in the theft, loss, manipulation or misuse of information (including personal information), or
the disabling of systems and access to information critical to business operations, may result in increased costs, reductions in
revenue, reputational damage, legal exposure and business disruptions.” and “Our required compliance with applicable laws
and regulations related to privac \. { ecurity, in addition to compliance with our own privacy policies
and contractual oblications to thi v B costs, reduce our revenue, increase our legal exposure and limit
The secret flower is ol
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Anti-Money Laundering, CombatgQiiyi \ AR WYY ism and Economic Sanctions

The Bank Secrecy Act (“BSA”), as amended by the USA PATRIOT Act of 2001 (“Patriot Act”), and its implementing
regulations require financial institutions, among other things, to implement a risk-based program reasonably designed to
prevent money laundering and to combat the financing of terrorism, including through suspicious activity and currency
transaction reporting, the implementation of policies, procedures, and internal controls, record-keeping and customer due
diligence.

The Patriot Act provides enhanced information collection tools and enforcement mechanisms to the U.S. government and
expanded certain requirements for financial institutions, including due diligence and record-keeping requirements for private
banking and correspondent accounts; standards for verifying customer identification at account opening; rules to produce
certain records upon request of a regulator or law enforcement agency; and rules to promote cooperation among financial
institutions, regulators and law enforcement agencies in identifying parties that may be involved in terrorism, money laundering
and other crimes.

The Anti-Money Laundering Act of 2020 (“AML Act”), enacted as part of the National Defense Authorization Act, requires the
U.S. Treasury Department’s Financial Crimes Enforcement Network (“FinCEN”) to issue a number of rules that will update
and expand the BSA’s regulatory requirements. For example, the AML Act requires FinCEN to issue National Anti-Money
Laundering and Countering the Financing of Terrorism Priorities (the “National Priorities”), which the agency did in June 2021,
and to conduct studies and issue regulations that may alter some of the due diligence, record-keeping and reporting
requirements that the BSA and Patriot Act impose on banks. FiInCEN has yet to issue a final rule that establishes the compliance
obligations of financial institutions with respect to the National Priorities, and several other mandatory rulemakings under the
AML Act remain outstanding. The AML Act also promotes increased information-sharing and use of technology and increases
penalties for violations of the BSA and includes whistleblower incentives, both of which could increase the prospect of
regulatory enforcement.

We are also required to comply with sanctions laws and regulations administered and imposed by the United States
government, including the U.S. Treasury Department's Office of Foreign Assets Control (“OFAC”) and the Department of
State, as well as comparable sanctions programs imposed by foreign governments and multilateral bodies. Sanctions can be
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either comprehensive or selective and use the blocking of assets and trade restrictions to accomplish foreign policy and national
security goals.

Derivatives Activities

Title VII of the Dodd-Frank Act establishes a regulatory framework for the governance of the over-the-counter (“OTC”)
derivatives market, including swaps and security-based swaps and requires the registration of certain market participants as
swap dealers or security-based swap dealers. The Bank is registered with the Commodity Futures Trading Commission
(“CFTC”) as a swap dealer. Registration as a swap dealer subjects the Bank to additional regulatory requirements with respect
to its swaps and other derivatives activities. As a result of the Bank’s swap dealer registration, it is subject to the rules of the
OCC concerning capital and margin requirements for swap dealers, including the mandatory exchange of variation margin and
initial margin with certain counterparties. Additionally, as a registered swap dealer, the Bank is subject to requirements under
the CFTC’s regulatory regime, including rules regarding business conduct standards, record-keeping obligations, regulatory
reporting and procedures relating to swaps trading. The Bank’s swaps and other derivatives activities do not require it to
register with the SEC as a security-based swap dealer.

Broker-Dealer Activities

Certain of our non-bank subsidiaries are subject to regulation and supervision by various federal and state authorities. Capital
One Securities, Inc., KippsDeSanto & Company and TripleTree, LLC are registered broker-dealers regulated by the SEC and
the Financial Industry Regulatory Authority (“FINRA”). These broker-dealer subsidiaries are subject to, among other things,
net capital rules designed to measure the general financial condition and liquidity of a broker-dealer. Under these rules, broker-
dealers are required to maintain the minimum net capital deemed necessary to meet their continuing commitments to customers
and others, and to keep a substantial portion of their assets in relatively liquid form. These rules also limit the ability of a
broker-dealer to transfer capital to its parent companies and other affiliates. Broker-dealers are also subject to regulations
covering their business operations, including sales and trading practices, public and private offerings, publication of research
reports, use and safekeeping of client funds and securities, capital structure, record-keeping and the conduct of directors,
officers and employees.

Climate-related Developments

Climate change and the risks it may pose to financial institutions is an area of increased focus by the federal and state legislative
bodies and regulators, including the Federal Banking Agencies. In the future, new regulations or guidance may be issued, or
other regulatory or supervisory actions may be taken, in this area by the Federal Banking Agencies or other regulatory agencies,
or new statutory requirements may be adopted. For example, the Federal Banking Agencies have issued principles for climate-
related financial risk management, which are designed to support the identification and management of climate-related financial
risks at regulated institutions with more than $100 billion in total consolidated assets. For more information, please see “Item
1A. Risk Factors” under the heading “Climate change manifesting as physical or transition risks could adversely affect our
businesses, operations and customers and result in increased costs.”

Regulation by Authorities Outside the United States

The Bank is subject to laws and regulations in foreign jurisdictions where it operates, currently in the U.K. and Canada. In the
U.K., the Bank operates through COEP, an authorized payment institution regulated by the Financial Conduct Authority
(“FCA”). COEP’s parent, Capital One Global Corporation, is wholly owned by the Bank and is subject to regulation by the
Federal Reserve as an “agreement corporation” under the Federal Reserve’s Regulation K. COEP does not take deposits. In
Canada, the Bank operates as an authorized foreign bank and is permitted to conduct its credit card business in Canada through
its Canadian branch, Capital One Bank (Canada Branch) (“Capital One Canada”). Capital One Canada does not take deposits.
The primary regulators of Capital One Canada are the Office of the Superintendent of Financial Institutions (“OSFI”) and the
Financial Consumer Agency of Canada (“FCAC”).

The foreign legal and regulatory requirements to which the Company’s non-U.S. operation are subject include, among others,
those related to consumer protection, business practices and limits on interchange fees. For more information on foreign
regulatory activity concerning interchange fees, please see “Item 1A. Risk Factors” under the heading “Our business, financial
condition and results of operations may be adversely affected by merchants’ increasing focus on the fees charged by credit and
debit card networks to facilitate card transactions, and by legislation and regulation impacting such fees.”
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The Company also is subject to foreign legal and regulatory requirements regarding privacy, data protection and data security.
For example, in Canada and the U.K., we are subject to the Personal Information Protection and Electronic Documents Act and
the U.K. General Data Protection Regulation, respectively. In addition, subject to certain limited exceptions, the European
Union (“EU”) General Data Protection Regulation applies EU data protection laws to companies controlling or processing
personal data of EU residents. These laws and regulations, and domestic laws and regulations that govern similar topics, may be
interpreted and applied differently from country to country and may create inconsistent or conflicting requirements. For more
information on privacy, data protection and data security requirements, please see “Privacy, Data Protection and Data Security.”
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HUMAN CAPITAL RESOURCES

Our human capital practices are designed to develop an inclusive work environment while rewarding employees based on the
merit of their work. We prioritize employee recruitment, development, recognition and retention. As of December 31, 2023,
Capital One had 51,987 employees worldwide, whom we refer to as “associates.” The following disclosures provide
information on our human capital resources, including certain human capital objectives and measures that we focus on in
managing our business.

Governance of Human Capital

Our Board of Directors oversees our human capital management, including strategies, policies and practices, and diversity,
inclusion and belonging (“DIB”), and is assisted by our Board’s Compensation Committee and Governance and Nominating
Committee. Our Executive Committee, a committee of senior management which includes our Chief Human Resources Officer,
advises, assists and makes recommendations to our Chief Executive Officer and Board of Directors on human capital matters
such as human resource practices and programs, including general employee benefits and compensation programs. Our Chief
Diversity & Inclusion Officer provides an update, at least annually, on the progress, success and challenges on workforce
representation, trends and programs to the Board of Directors and Executive Committee.

Hiring, Developing, and Retaining

We employ a comprehensive people strategy that includes significant investments in recruiting and associate development in
order to attract and retain top talent from all backgrounds. We recruit through a variety of channels, including professional
partnerships, job fairs, online platforms, on-campus recruiting and diversity-related recruiting events and initiatives among
others. Investment in associate training and professional development is important to maintaining our talent competitiveness.
Our internal enterprise learning and development team blends multiple approaches to learning to support associate development
across lines of business, levels, and roles, including online and live classroom training. In addition to formal programming
provided by learning professionals, including regulatory compliance, role-specific topics and others, our peer-to-peer learning
strategy allows associates to be both learners and teachers, further enhancing a culture of learning. We also focus on cultivating
talent with leadership development courses, cohort-based programs, network building and coaching.

On a quarterly basis, we review our ability to attract and retain talent. Each Ji adastaff group reviews hiring,

tenure and attrition metrics as part of this assessme

The secret
Diversity, Inclusion and Belonging

At Capital One, we value the diversity of our talent, and our employee prograrrllvs are intended to support a culture of belonging.
The investments we make in our associates are designed to foster fairness and various work practices are intended to cultivate a
work environment that supports DIB. Our DIB strategy is developed and executed in close collaboration with leaders and teams
across the organization. These efforts are overseen by the Chief Diversity & Inclusion Officer, and members of the Executive
Committee sponsor Capital One’s Business Resource Groups, associate-led organizations which enrich our culture of belonging
and deepen our understanding of diversity across our associates.

Supporting the diversity of our workforce at all levels, with an emphasis on leader and executive roles, is an important
component of our DIB strategy. As of December 31, 2023, key measures of our workforce representation include:

*  Of the 12 members of our Board of Directors, 3 are women and 3 are racially/ethnically diverse;

* In the U.S,, of the associates who are vice president level and above, approximately 34% are women and 29% are
racially/ethnically diverse;

* Inthe U.S., approximately 51% of associates are racially/ethnically diverse; and
*  Worldwide, approximately 50% of associates are women.

Our corporate website contains additional information regarding programs and other information integral to our philosophy of
DIB, as well as other measures of our workforce representation.
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Compensation and Wellness

We appreciate the importance of a competitive total compensation package to attract and retain great talent. Our benefits,
including competitive parental leave, on-site health centers, company contributions to associates’ 401(k) plans, educational
assistance and other health, wellness, and financial benefits are designed to support our associates’ wellbeing inside and outside
of the workplace. Furthermore, pay equity is an important element of our pay philosophy. We evaluate base pay and incentive
pay for all of our associates globally, at least annually. We review groups of associates in similar roles, adjusting for factors that
appropriately explain differences in pay such as job location and experience. Based on our analysis, our aggregated adjusted
pay gap results indicate that we pay women 100% of what men are paid, and we pay racially/ethnically diverse associates in the
U.S. 100% of what white associates are paid. We also use statistical modeling to better understand what drives pay gaps, and
we use this data to develop practices intended to avoid pay gaps in the future.

Communication and Connection

We communicate with our associates regularly to better understand their perspectives. To assess and improve associate
retention and engagement, the Company surveys associates on a periodic basis with the assistance of third-party consultants and
takes actions to address various areas of associate concern. We encourage full participation and use the results to effect change
and promote transparency.

TECHNOLOGY AND INTELLECTUAL PROPERTY

Technology/Systems

We leverage information and technology to achieve our business objectives and to develop and deliver products and services
that satisfy our customers’ needs. A key part of our strategic focus is the development and use of efficient, flexible computer
and operational systems, such as cloud technology, to support complex marketing and account management strategies, the
servicing of our customers, and the development of new and diversified products. We believe that the continued development
and integration of these systems is an important part of our efforts to reduce costs, improve quality and security and provide
faster, more flexible technology services. Consequently, we frequently consider our capabilities and develop or acquire
systems, processes and competencies to meet our unique business requirements.

As part of our frequent consideration of our technologies, we may either develop such capabilities internally or rely on third-
party service providers who have the ability to deliver technology that is of higher quality, lower cost, or both. We continue to
rely on third-party service providers to help us deliver systems and operational infrastructure. These relationships include, but
are not limited to: Amazon Web Services, Inc. (“AWS”) for our cloud infrastructure, Total System Services LLC (“TSYS”) for
consumer and commercial credit card processing services for our North American and U.K. portfolios and Fidelity Information
Services (“FIS”) for certain of our banking systems.

We are committed to implementing safeguards designed to protect our customers’ information, as well as our own information
and technology. For additional information on our risks associated with cybersecurity and our use of technology systems and
our management of these risks, please see “Item 1A. Risk Factors” under the headings “A cyber-attack or other security
incident on us or third parties (including their supply chains) with which we conduct business, including an incident that results
in the theft, loss, manipulation or misuse of information (including personal information), or the disabling of systems and
access to information critical to business operations, may result in increased costs, reductions in revenue, reputational damage,
legal exposure and business disruptions” and “We face risks related to our operational, technological and organizational
infrastructure ” and “Item 1C. Cybersecurity.”

Intellectual Property and Other Proprietary Information

As part of our overall and ongoing strategy to protect and enhance our intellectual property, we rely on a variety of protections,
including copyrights, trademarks, trade secrets, patents and certain restrictions on disclosure, solicitation and competition. We
also undertake other measures to control access to, or distribution of, our other proprietary and confidential information. Any
patents we may obtain may increase our competitive advantage, preserve our freedom to operate, and allow us to enter into
licensing (e.g., cross-licenses) or other arrangements with third parties. For a discussion of risks associated with intellectual
property, see “Item 1A. Risk Factors” under the heading “If we are not able to protect our intellectual property, our revenue
and profitability could be negatively affected.”
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FORWARD-LOOKING STATEMENTS

From time to time, we have made and will make forward-looking statements, including those that discuss, among other things:

strategies, goals, outlook or other non-historical matters; projections, revenues, income, returns, expenses, assets, liabilities,

capital and liquidity measures, o s for claims in litigation and for other claims against us; earnings

ner chare efficiency ratin aner financial measures for us; future financial and operating results;
The secret clothing is a mptions that underlie these matters.

To the extent that any such in
information provided by the Priy

it is intended to fit within the safe harbor for forward-looking
m Act of 1995.
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Forward-looking statements often use words such as “will,” “anticipate,” “target,” “expect,” “think,” “estimate,” “intend,”
“plan,” “goal,” “believe,” “forecast,” “outlook” or other words of similar meaning. Any forward-looking statements made by us
or on our behalf speak only as of the date they are made or as of the date indicated, and we do not undertake any obligation to
update forward-looking statements as a result of new information, future events or otherwise. For additional information on
factors that could materially influence forward-looking statements included in this Report, see the risk factors set forth under
“Item 1A. Risk Factors.” You should carefully consider the factors discussed below, and in our Risk Factors or other
disclosures, in evaluating these forward-looking statements.

2 <

Numerous factors could cause our actual results to differ materially from those described in such forward-looking statements,
including, among other things:

»  risks relating to the pending Transaction, including the risk that the cost savings and any revenue synergies from the
Transaction may not be fully realized or may take longer than anticipated to be realized; disruption to our business and
to Discover’s business as a result of the announcement and pendency of the Transaction; the risk that the integration of
Discover’s business and operations into ours, including into our Compliance Management Program, will be materially
delayed or will be more costly or difficult than expected, or that we are otherwise unable to successfully integrate
Discover’s business into ours, including as a result of unexpected factors or events; the failure to obtain the necessary
approvals by our stockholders or by the stockholders of Discover; our ability and the ability of Discover to obtain
required governmental approvals of the Transaction on the timeline expected, or at all, and the risk that such approvals
may result in the imposition of conditions that could adversely affect us after the closing of the Transaction or
adversely affect the expected benefits of the Transaction; reputational risk and the reaction of customers, suppliers,
employees or other business partners of ours or of Discover to the Transaction; the failure of the closing conditions in
the Merger Agreement to be satisfied, or any unexpected delay in closing the Transaction or the occurrence of any
event, change or other circumstances that could give rise to the termination of the Merger Agreement; the dilution
caused by our issuance of additional shares of our common stock in the Transaction; the possibility that the
Transaction may be more expensive to complete than anticipated, including as a result of unexpected factors or events;
risks related to management and oversight of our expanded business and operations following the Transaction due to
the increased size and complexity of our business; the possibility of increased scrutiny by, and/or additional regulatory
requirements of, governmental authorities as a result of the Transaction or the size, scope and complexity of our
business operations following the Transaction; the outcome of any legal or regulatory proceedings that may be
currently pending or later instituted against us (before or after the Transaction) or against Discover; and other factors
that may affect our future results or the future results of Discover;

» changes and instability in the macroeconomic environment, resulting from factors that include, but are not limited to
monetary policy actions, geopolitical conflicts or instability, labor shortages, government shutdowns, inflation and
deflation, potential recessions, lower demand for credit, changes in deposit practices and payment patterns;

* increases or fluctuations in credit losses and delinquencies and the impact of incorrectly estimated expected losses,
which could result in inadequate reserves;

* compliance with new and existing domestic and foreign laws, regulations and regulatory expectations;
* limitations on our ability to receive dividends from our subsidiaries;

*  our ability to maintain adequate capital or liquidity levels or to comply with revised capital or liquidity requirements,
which could have a negative impact on our financial results and our ability to return capital to our stockholders;
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the extensive use, reliability, and accuracy of the models, artificial intelligence (“Al”), and data on which we rely;

increased costs, reductions in revenue, reputational damage, legal exposure and business disruptions that can result
from a cyber-attack or other security incident on us or third parties (including their supply chains) with which we
conduct business, including an incident that results in the theft, loss, manipulation or misuse of information, or the
disabling of systems and access to information critical to business operations;

developments, changes or actions relating to any litigation, governmental investigation or regulatory enforcement
action or matter involving us;

the amount and rate of deposit growth and changes in deposit costs;
our ability to execute on our strategic initiatives and operational plans;
our response to competitive pressures;

our business, financial condition and results of operations may be adversely affected by merchants’ efforts to reduce
the fees charged by credit and debit card networks to facilitate card transactions, and by legislation and regulation
impacting such fees;

our success in integrating acquired businesses and loan portfolios, and our ability to realize anticipated benefits from
announced transactions and strategic partnerships;

our ability to develop, operate, and adapt our operational, technology and organizational infrastructure suitable for the
nature of our business;

the success of our marketing efforts in attracting and retaining customers;
our risk management strategies;

changes in the reputation of, or expectations regarding, us or the financial services industry with respect to practices,
products, services or financial condition;

fluctuations in interest rates or volatility in the capital markets;

our ability to attract, develop, retain and motivate key senior leaders and skilled employees;
climate change manifesting as physical or transition risks;

our assumptions or estimates in our financial statements;

the soundness of other financial institutions and other third parties, actual or perceived,;

our ability to invest successfully in and introduce digital and other technological developments across all our
businesses;

a downgrade in our credit ratings;
our ability to manage risks from catastrophic events;

compliance with applicable laws and regulations related to privacy, data protection and data security, in addition to
compliance with our own privacy policies and contractual obligations to third parties;

our ability to protect our intellectual property; and

other risk factors identified from time to time in our public disclosures, including in the reports that we file with the
SEC.
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Item 1A. Risk Factors

The following discussion sets forth what management currently believes could be the material risks and uncertainties that could
impact our businesses, results of operations and financial condition. The events and consequences discussed in these risk factors
could, in circumstances we may not be able to accurately predict, recognize, or control, have a material adverse effect on our
business, growth, reputation, prospects, financial condition, operating results, cash flows, liquidity, and stock price. These risk
factors do not identify all risks that we face; our operations could also be affected by factors, events, or uncertainties that are not
presently known to us or that we currently do not consider to present significant risks to our operations. In addition, the global
economic and political climate may amplify many of these risks.

Summary of Risk Factors

The following is a summary of the Risk Factors disclosure in this Item 1A. This summary does not address all of the risks that
we face. Additional discussion of the risks summarized in this risk factor summary, and other risks that we face, can be found
below and should be carefully considered, together with other information in this Form 10-K and our other filings with the
SEC, before making an investment decision regarding our securities.

*  The Transaction is contingent upon a number of conditions, including stockholder and regulatory approvals, which may
fail to be satisfied or which may delay the consummation of the Transaction or result in the imposition of conditions that
could reduce the anticipated benefits from the Transaction or cause the parties to abandon the Transaction.

*  We are expected to incur substantial expenses related to the Transaction and to the integration of Discover.

*  We may fail to realize all of the anticipated benefits of the Transaction or those benefits may take longer, or be more
difficult, to realize than expected.

*  Our future results may suffer if we do not effectively manage our expanded operations following the Transaction.
*  We will be subject to business uncertainties and contractual restrictions while the Transaction is pending.

*  Changes and instability in the macroeconomic environment could disrupt capital markets, reduce consumer and business
activity, and weaken the labor market, all of which could impact borrowers’ ability to service their debt obligations and
adversely impact our financial results.

*  Fluctuations in interest rates or volatility in the capital markets could adversely affect our business, results of operations
and financial condition.

*  We may experience increases or fluctuations in delinquencies and credit losses, or we may incorrectly estimate expected
losses, which could result in inadequate reserves.

*  We may not be able to maintain adequate capital or liquidity levels or may become subject to revised capital or liquidity
requirements, which could have a negative impact on our financial results and our ability to return capital to our
stockholders.

* Limitations on our ability to receive dividends from our subsidiaries could affect our liquidity and ability to pay
dividends and repurchase our common stock.

e A downgrade in our credit ratings could significantly impact our liquidity, funding costs and access to the capital
markets.

*  We face risks related to our operational, technological and organizational infrastructure.

* A cyber-attack or other security incident on us or third parties (including their supply chains) with which we conduct
business, including an incident that results in the theft, loss, manipulation or misuse of information (including personal
information), or the disabling of systems and access to information critical to business operations, may result in increased
costs, reductions in revenue, reputational damage, legal exposure and business disruptions.

*  We face risks resulting from the extensive use of models, Al, and data.
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*  Compliance with new and existing domestic and foreign laws, regulations and regulatory expectations is costly and
complex.

e Our required compliance with applicable laws and regulations related to privacy, data protection and data security, in
addition to compliance with our own privacy policies and contractual obligations to third parties, may increase our costs,
reduce our revenue, increase our legal exposure and limit our ability to pursue business opportunities.

*  Our businesses are subject to the risk of increased litigation, government investigations and regulatory enforcement.

*  We face intense competition in all of our markets, which could have a material adverse effect on our business and results
of operations.

*  Our business, financial condition and results of operations may be adversely affected by merchants’ efforts to reduce the
fees charged by credit and debit card networks to facilitate card transactions, and by legislation and regulation impacting
such fees.

« If we are not able to invest successfully in and introduce digital and other technological developments across all our
businesses, our financial performance may suffer.

*  We may fail to realize the anticipated benefits of our mergers, acquisitions and strategic partnerships.
*  Reputational risk and social factors may impact our results and damage our brand.
» If we are not able to protect our intellectual property, our revenue and profitability could be negatively affected.

*  Our risk management strategies may not be fully effective in mitigating our risk exposures in all market environments or
against all types of risk.

*  Our business could be negatively affected if we are unable to attract, develop, retain and motivate key senior leaders and
skilled employees.

*  We face risks from catastrophic events.

e Climate change manifesting as physical or transition risks could adversely affect our businesses, operations and
customers and result in increased costs.

*  We face risks from the use of or changes to assumptions or estimates in our financial statements.
*  The soundness of other financial institutions and other third parties, actual or perceived, could adversely affect us.
Risks Relating to the Acquisition of Discover

We have identified certain additional risk factors in connection with the Merger Agreement and the proposed Transaction.
These risks and the other risks associated with the proposed Transaction will be more fully discussed in the joint proxy
statement/prospectus that will be included in the registration statement on Form S-4 that we intend to file with the SEC in
connection with the Transaction.

The consummation of the Transaction is contingent upon the satisfaction of a number of conditions, including stockholder
and regulatory approvals, that may be outside either party’s control and that either party may be unable to satisfy or obtain
or which may delay the consummation of the Transaction or result in the imposition of conditions that could reduce the
anticipated benefits from the Transaction or cause the parties to abandon the Transaction.

Consummation of the Transaction is contingent upon the satisfaction of a number of conditions, some of which are beyond
either party's control, including, among others:

» adoption of the Merger Agreement by Discover’s stockholders;
« approval by our stockholders of the issuance of our common stock to be issued in the Transaction;

» authorization for listing on the NYSE of the shares of our common stock to be issued in the Transaction;
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e the receipt of required regulatory approvals;

» effectiveness of the registration statement on Form S-4 to be filed by us in connection with the Transaction; and

* the absence of any order, injunction, decree or other legal restraint preventing the completion of the Transaction.
Each party’s obligation to complete the Transaction is also subject to certain additional customary conditions, including:

*  subject to certain exceptions, the accuracy of the representations and warranties of the other party;

» performance in all material respects by the other party of its obligations under the Merger Agreement; and

» receipt by such party of an opinion from its counsel to the effect that the Merger and the Second Step Merger, taken
together, will qualify as a reorganization within the meaning of Section 368(a) of the Internal Revenue Code of 1986,
as amended.

These conditions to the closing of the Transaction may not be fulfilled in a timely manner, or at all, and, accordingly, the
Transaction may not be completed. In addition, the parties can mutually decide to terminate the Merger Agreement at any time,
before or after receipt of the requisite approvals by our stockholders or Discover’s stockholders, or either party may elect to
terminate the Merger Agreement in certain other circumstances.

As a condition to granting required regulatory approvals, governmental entities may s, limitations or costs,
require divestitures or place restrictions on our conduct The secret instrument is a ons or changes and the
process of obtaining regulatory approvals could, among ouict uungs, nave we elect v ption of the Transaction
or of imposing additional costs or limitations on us following the Transaction, any of wi N adverse effect on us.

Either party may also be subject to lawsuits challenging the Transaction, and adverse rulings in these lawsuits may delay or
prevent the Transaction from being completed or require either party to incur significant costs to defend or settle these lawsuits.
Any delay in completing the Transaction could cause us not to realize, or to be delayed in realizing, some or all of the benefits
that we expect to achieve if the Transaction is successfully completed within its expected time frame.

We expect to incur substantial expenses related to the Transaction and to the integration of Discover.

We have incurred and expect to incur a number of costs associated with the Transaction and the integration of Discover. These
costs include financial advisory, legal, accounting, consulting and other advisory fees, severance/employee benefit-related
costs, public company filing fees and other regulatory fees and financial printing and other related costs. There are also a large
number of processes, policies, procedures, operations, technologies and systems that may need to be integrated.

While we have assumed that a certain level of costs will be incurred, there are many factors beyond our control that could affect
the total amount or the timing of the integration expenses. Moreover, many of the expenses that we will incur are, by their
nature, difficult to estimate accurately. These expenses could, particularly in the near term, exceed the savings that we expect to
achieve from the elimination of duplicative expenses and the realization of economies of scale. These integration expenses may
result in us taking charges against earnings as a result of the Transaction or the integration of Discover, and the amount and
timing of such charges are uncertain at present.

We may fail to realize all of the anticipated benefits of the Transaction, or those benefits may take longer to realize than
expected due to factors that may be outside our control or Discover’s control. We may also encounter significant difficulties
in integrating Discover.

We may fail to realize the anticipated benefits of the proposed Transaction, including, among other things, anticipated revenue
and cost synergies, due to factors that may be outside either party’s control, including, but not limited to, changes in laws or
regulations or in the interpretation of existing laws or regulations, whether caused by a change in government or otherwise, or
general economic, political, legislative or regulatory conditions, and the outcome of any legal or regulatory proceedings that
may be currently pending or later instituted against us (before or after the Transaction) or against Discover.

Both parties have operated and, until the completion of the Transaction, will continue to operate, independently. The success of
the Transaction, including anticipated benefits and cost savings, will depend, in part, on our ability to successfully integrate
Discover’s operations in a manner that results in various benefits and that does not materially disrupt existing customer
relationships or result in decreased revenues due to loss of customers, as well as our ability to successfully integrate Discover
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into our Framework, compliance systems and corporate culture. The process of integrating operations could result in a loss of
key personnel or cause an interruption of, or loss of momentum in, the activities of one or more of our businesses following the
completion of the Transaction. Inconsistencies in standards, controls, procedures and policies could adversely affect us
following the completion of the Transaction. The diversion of management’s attention and any delays or difficulties
encountered in connection with the Transaction and the integration of Discover’s operations could have an adverse effect on our
business, financial condition, operating results and prospects.

If we experience difficulties in the integration process, including those listed above, we may fail to realize the anticipated
benefits of the Transaction in a timely manner, or at all.

Our future results may suffer if we do not effectively manage our expanded operations following the Transaction.

Following the Transaction, the size and scope of our business will increase significantly beyond our current size and scope. Our
future success depends, in part, upon the ability to manage our expanded businesses, which will pose substantial challenges for
management, including challenges related to the management and monitoring of new operations and associated increased costs
and complexity. There can be no assurances we will be successful or that we will realize the expected operating efficiencies,
cost savings and other benefits currently anticipated from the Transaction.

In addition, following the Transaction, we may be subject to increased scrutiny by, and/or additional regulatory requirements
of, governmental authorities as a result of the Transaction or the size, scope and complexity of our business operations, which
may have an adverse effect on our business, operations or stock price.

While the Transaction is pending, we will be subject to business uncertainties and contractual restrictions that could
adversely affect our business and operations.

Uncertainty about the effect of the Transaction on employees, customers, suppliers and other persons with whom we or
Discover have a business relationship may have an adverse effect on our business, operations and stock price. Existing
customers, suppliers and other business partners of ours and of Discover could decide to no longer do business with us or with
Discover before the completion of the Transaction or with us after the Transaction is completed, reducing its anticipated
benefits. Both parties are also subject to certain restrictions on the conduct of our respective businesses while the Transaction is
pending. As a result, certain projects may be delayed or abandoned and business decisions could be deferred. Employee
retention may be challenging for Discover before completion of the Transaction, as certain employees of Discover may
experience uncertainty about their future roles with us following the Transaction, and these retention challenges will require us
to incur additional expenses in order to retain key employees of Discover. If key employees of Discover depart because of
issues relating to the uncertainty and difficulty of integration or a desire not to remain with Discover or with us following the
Transaction, the benefits of the Transaction could be materially diminished.

General Economic and Market Risks

Changes and instability in the macroeconomic environment could disrupt capital markets, reduce consumer and business
activity, and weaken the labor market, all of which could impact borrowers’ ability to service their debt obligations and
adversely impact our financial results.

Changes and instability in the macroeconomic environment may lead to changes in payment patterns, increases or fluctuations
in delinquencies and default rates and decrease consumer spending. Because we offer a broad array of financial products and
services to consumers, small businesses and commercial clients, our financial results are impacted by the level of consumer and
business activity and the demand for our products and services. A prolonged period of economic weakness, volatility, slow
growth, or a significant deterioration in economic conditions, in the U.S., Canada or the U.K., could have a material adverse
effect on our financial condition and results of operations as customers or commercial clients default on their loans, maintain
lower deposit levels or, in the case of credit card accounts, carry lower balances and reduce credit card purchase activity.

Some of the factors that could disrupt capital markets, reduce consumer and business activity, and weaken the labor market
include the following:

«  Monetary policy actions, such as changes to interest rates, taken by the Federal Reserve and other central banks, such as
the central banks in the United Kingdom and Canada;

*  Geopolitical conflicts or instabilities, such as the war between Ukraine and Russia and the war between Israel and
Hamas, and increased geopolitical tensions between the U.S. and China;
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*  Trade wars, tariffs, labor shortages a bbal supply chains;

e The effects
otherwise, and developments related

1ding government shutdowns whether recurring, prolonged or
debt ceiling;

* Inflation and deflation, including the effects of related governmental responses;
»  Concerns over a potential recession, which may lead to adjustments in spending patterns;

*  Lower demand for credit and shifts in consumer behavior, including shifts away from using credit cards, changes in
deposit practices, and changes in and payment patterns; and

*  Ongoing changes in usage of commercial real estate, which may have a sustained negative impact on utilization rates and
values.

Decreases in overall business activity and changes in customer behavior may lead to increases in our charge-off rate caused by
bankruptcies and may reduce our ability to recover debt that we have previously charged-off. Such changes may also decrease
the reliability of our internal processes and models, including those we use to estimate our allowance for credit losses,
particularly if unexpected variations in key inputs and assumptions cause actual losses to diverge from the projections of our
models and our estimates become increasingly subject to management’s judgment. See “We face risks resulting from the
extensive use of models, AL, and data.”

Fluctuations in interest rates or volatility in the capital markets could adversely affect our business, results of operations
and financial condition.

Like other financial institutions, our business is sensitive to interest rate movements and the performance of the capital markets.
We rely on access to the capital markets to fund our operations and to grow our business. Our ability to borrow from other
financial institutions or to engage in funding transactions on favorable terms or at all could be adversely affected by disruptions,
uncertainty or volatility in the capital markets. Additionally, increased charge-offs, rising interest rates, increased refinancing
activity and other events may cause our securitization transactions to amortize earlier than scheduled or reduce the value of the
securities that we hold for liquidity purposes, which could accelerate our need for additional funding from other sources. We
could also experience impairments of other financial assets and other negative impacts on our financial position, including
possible constraints on liquidity and capital, as well as higher costs of capital.

Additionally, changes in interest rates could adversely affect the results of our operations and financial condition. For example,
if inflation were to remain elevated or begin to increase, interest rates could increase further. Higher interest rates increase our
borrowing costs and may require us to increase the interest we pay on funds deposited with us and may reduce the market value
of our securities holdings. If interest rates continue to increase or if higher interest rates persist for an extended period of time,
our expenses may increase further. If the rate of economic growth decreased sharply, causing the Federal Reserve to lower
interest rates, our net income could be adversely affected. Additionally, a shrinking yield premium between short-term and
long-term market interest rates could adversely impact the rates that we pay on our liabilities and the rates that we earn on our
assets and thus affect our profitability.

We assess our interest rate risk by estimating the effect on our earnings, economic value and capital under various scenarios that
differ based on assumptions about the direction and the magnitude of interest rate changes. We take risk mitigation actions
based on those assessments. We face the risk that changes in interest rates could materially reduce our net interest income and
our earnings, especially if actual conditions turn out to be materially different than those we assumed.

Furthermore, interest rate fluctuations and competitor responses to those changes may have a material adverse effect on our
financial condition and results of operations, as customers or commercial clients default on their loans, maintain lower deposit
levels or, in the case of credit card accounts, reduce demand for credit or (for existing customers) the level of borrowing or
purchase activity. For example, increases in interest rates increase debt service requirements for some of our borrowers, which
may adversely affect those borrowers’ ability to pay as contractually obligated. This could result in additional or fluctuating
delinquencies or charge-offs and negatively impact our results of operations. These changes could reduce the overall yield on
our interest-earning asset portfolio. An inability to attract or maintain deposits could materially affect our ability to fund our
business and our liquidity position. Many other financial institutions have increased their reliance on deposit funding and, as
such, we expect continued competition in the deposit markets. We cannot predict how this competition will affect our costs. If
we are required to offer higher interest rates to attract or maintain deposits, our funding costs will be adversely impacted.
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Changes in valuations in the debt and equity markets could have a negative impact on the assets we hold in our investment
portfolio. Such market changes could also have a negative impact on the valuation of assets for which we provide servicing. See
“Part II—Item 7. MD&A—Market Risk Profile” and “We face intense competition in all of our markets” for additional
information.

Credit Risk

We may experience increases or fluctuations in delinquencies and credit losses, or we may incorrectly estimate expected
losses, which could result in inadequate reserves.

Like other lenders, we face the risk that our customers will not repay their loans. A customer’s ability and willingness to repay
us can be adversely affected by decreases in the income of the borrgaarardncreases in thaiznaimnant obligations to other
lenders, whether as a result of a job loss, higher debt levels or rising c( cing wage growth, or
by restricted availability of credit generally. We may fail to quickly o customers that are
likely to default on their payment obligatirrhe secret object #2 is a tions. Our ability to
manage credit risk also is affected by leg.. <. .cpvinics, ciiipen s, bankruptcy laws,
minimum payment regulations and re-age guidance), competitors’ E= and depends on the
effectiveness of our collections staff, techniques and models.

Rising credit losses or leading indicators of rising credit losses (such as higher delinquencies, higher rates of nonperforming
loans, higher bankruptcy rates, lower collateral values, elevated unemployment rates or changing market terms) may require us
to increase our allowance for credit losses, which would decrease our profitability if we are unable to raise revenue or reduce
costs to compensate for higher credit losses, whether actual or expected. In particular, we face the following risks in this area:

*  Missed Payments: Our customers may fail to make required payments on time and may default or become delinquent.
Loan charge-offs (including from bankruptcies) are generally preceded by missed payments or other indications of
worsening financial conditions for our customers. Historically, customers are more likely to miss payments during an
economic downturn, recession, periods of high unemployment, or prolonged periods of slow economic growth.
Customers might also be more likely to miss payments if the payment burdens on their existing debt grow due to rising
interest rates, or if inflation outpaces wage growth. Additionally, the CFPB has, among other things, proposed changes to
lower the safe harbor amount for past due fees that a credit card issuer can charge on consumer credit card accounts,
which could result in changes in consumer repayment patterns.

»  Incorrect Estimates of Expected Credit Losses: The credit quality of our loan portfolios can have a significant impact on
our earnings. We allow for and reserve against credit risks based on our assessment of expected credit losses in our loan
portfolios. This process, which is critical to our financial condition and results of operations, requires complex
judgments, including forecasts of economic conditions. We may underestimate our expected credit losses and fail to hold
an allowance for credit losses sufficient to account for these credit losses. Incorrect assumptions could lead to material
underestimations of expected credit losses and an inadequate allowance for credit losses. See “We face risks resulting
from the extensive use of models, Al, and data.”

*  Inaccurate Underwriting: Our ability to accurately assess the creditworthiness of our customers may diminish, which
could result in an increase in our credit losses and a deterioration of our returns. See “Our risk management strategies
may not be fully effective in mitigating our risk exposures in all market environments or against all types of risk.”

*  Business Mix: We engage in a diverse mix of businesses with a broad range of potential credit exposure. Because we
originate a relatively greater proportion of consumer loans in our loan portfolio compared to other large bank peers and
originate both prime and subprime credit card accounts and auto loans, we may experience higher delinquencies and a
greater number of accounts charging off, as well as greater fluctuations in those metrics, compared to other large bank
peers, which could result in increased credit losses, operating costs and regulatory scrutiny. Additionally, a change in this
business mix over time to include proportionally more consumer loans or subprime credit card accounts or auto loans
could adversely affect the credit quality of our loan portfolios.
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*  Increasing Charge-off Recognition/Allowance for Credit Losses: We account for the allowance for credit losses
according to accounting and regulatory guidelines and rules, including Financial Accounting Standards Board (“FASB”)
standards and the Federal Financial Institutions Examination Council (“FFIEC”) Account Management Guidance. We
measure our allowance for credit losses under the CECL standard, which is based on management’s best estimate of
expected lifetime credit losses. The impact of measuring our allowance for credit losses on our results will depend on the
characteristics of our financial instruments, economic conditions, and our economic and loss forecasts. The application
of the CECL standard may require us to increase reserves faster and to a higher level in an economic downturn, resulting
in greater adverse impact to our results and our capital ratios than we would have experienced in similar circumstances
prior to the adoption of CECL. Due to our business mix and the impact of credit losses on our income statement as
compared to many of our large bank peers, we could be disproportionately affected by use of the CECL standard.

*  Insufficient Asset Values: The collateral we have on secured loans could be insufficient to compensate us for credit
losses. When customers default on their secured loans, we attempt to recover collateral where permissible and
appropriate. However, the value of the collateral may not be sufficient to compensate us for the amount of the unpaid
loan, and we may be unsuccessful in recovering the remaining balance from our customers. Decreases in real estate and
other asset values adversely affect the collateral value for our commercial lending activities, while the auto business is
similarly exposed to collateral risks arising from the auction markets that determine used car prices. Borrowers may be
less likely to continue making payments on loans if the value of the property used as collateral for the loan is less than
what the borrower owes, even if the borrower is still financially able to make the payments. In that circumstance, the
recovery of such property could be insufficient to compensate us for the value of these loans upon a default. In our auto
business, business and economic conditions that negatively affect household incomes and savings, housing prices and
consumer behavior, as well as technological advances that make older cars obsolete faster, could decrease (i) the demand
for new and/or used vehicles and (ii) the value of the collateral underlying our portfolio of auto loans, which could cause
the number of consumers who become delinquent or default on their loans to increase.

*  Geographic and Industry Concentration: Although our consumer lending is geographically diversified, approximately
40.5% of our commercial real estate loan portfolio is concentrated in the Northeast region. The regional economic
conditions in the Northeast affect the demand for our commercial products and services as well as the ability of our
customers to repay their commercial real estate loans and the value of the collateral securing these loans. An economic
downturn or prolonged period of slow economic growth in, or a catastrophic event or natural disaster that
disproportionately affects the Northeast region could have a material adverse effect on the performance of our
commercial real estate loan portfolio and our results of operations. In addition, our Commercial Banking strategy
includes an industry-specific focus. If any of the industries that we focus on experience changes, we may experience
increased credit losses and our results of operations could be adversely impacted.

Capital and Liquidity Risk

We may not be able to maintain adequate capital or liquidity levels or may become subject to revised capital or liquidity
requirements, which could have a negative impact on our financial results and our ability to return capital to our
stockholders.

Financial institutions are subject to extensive and complex capital and liquidity requirements, which are subject to change.
These requirements affect our ability to lend, grow deposit balances, make acquisitions and distribute capital. Failure to
maintain adequate capital or liquidity levels, whether due to adverse developments in our business or the economy or to
changes in the applicable requirements, could subject us to a variety of restrictions and/or remedial actions imposed by our
regulators. These include limitations on the ability to pay dividends or repurchase shares and the issuance of a capital directive
to increase capital. Such limitations or capital directive could have a material adverse effect on our business and results of
operations. For example, changes to applicable capital, liquidity, or other regulations, such as the changes proposed in the
Basel III Finalization Proposal and the LTD Proposal, could result in increased regulatory capital requirements, operating
expenses or cost of funding, which could negatively affect our financial results or our ability to distribute capital.

We consider various factors in the management of capital, including the impact of both internal and supervisory stress scenarios
on our capital levels as determined by our internal modeling and the Federal Reserve’s estimation of losses in supervisory stress
scenarios that are used to annually set our stress capital buffer requirement. There can be significant differences between our
modeling and the Federal Reserve’s projections for a given supervisory stress scenario and between the capital needs suggested
by our internal stress scenarios and the supervisory scenarios. Therefore, although our estimated capital levels under stress
disclosed as part of the stress testing processes may suggest that we have a particular capacity to return capital to stockholders
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and remain well capitalized under stress, the Federal Reserve’s modeling, our internal modeling of another scenario or other
factors related to our capital management process may reflect a lower capacity to return capital to stockholders than that
indicated by the projections released in the stress testing processes. This in turn, could lead to restrictions on our ability to pay
dividends and engage in repurchases of our common stock. See “Item 1. Business—Supervision and Regulation” for additional
information.

We also consider various factors in the management of liquidity, including maintaining sufficient liquid assets to meet the
requirements of several internal and regulatory stress tests. There can be significant differences in estimated liquidity needs
between internal and regulatory stress testing, and liquidity resources required to meet regulatory requirements, such as
applicable LCR and NSFR requirements, may exceed what would otherwise be required to satisfy internal liquidity metrics and
stress testing. Regulatory liquidity stress testing and regulatory liquidity requirements may, therefore, require us to take actions
to increase our liquid assets or alter our activities or funding sources, which could negatively affect our financial results or our
ability to return capital to our stockholders. See “Item 1. Business—Supervision and Regulation” for additional information.

Limitations on our ability to receive dividends from our subsidiaries could affect our liquidity and ability to pay dividends
and repurchase our common stock.

We are a separate and distinct legal entity from our subsidiaries, including, without limitation, the Bank and our broker-dealer
subsidiaries. Dividends to us from these direct and indirect subsidiaries have represented a major source of funds for us to pay
dividends on our common and preferred stock, repurchase our common stock, make payments on corporate debt securities and
meet other obligations. These capital distributions may be limited by law, regulation or supervisory policy. There are various
federal law limitations on the extent to which the Bank can finance or otherwise supply funds to us through dividends and
loans. These limitations include minimum regulatory capital and capital buffer requirements, federal banking law requirements
concerning the payment of dividends out of net profits or surplus, and Sections 23A and 23B of the Federal Reserve Act and
Regulation W governing transactions between an insured depository institution and its affiliates, as well as general federal
regulatory oversight to prevent unsafe or unsound practices. Our broker-dealer subsidiaries are also subject to laws and
regulations, including net capital requirements, that may limit their ability to pay dividends or make other distributions to us. If
our subsidiaries’ earnings are not sufficient to make dividend payments to us while maintaining adequate capital levels, our
liquidity may be affected and we may not be able to make dividend payments to our common or preferred stockholders,
repurchase our common stock, make payments on outstanding corporate debt securities or meet other obligations, each and any
of which could have a material adverse impact on our results of operations, our financial position or the perception of our
financial health. The frequency and size of any future dividends to our stockholders and our stock repurchases will depend upon
regulatory limitations imposed by our regulators and our results of operations, financial condition, capital levels, cash
requirements, future prospects, regulatory review and other factors as further described in “Item 1. Business—Supervision and
Regulation.”

A downgrade in our credit ratings could significantly impact our liquidity, funding costs and access to the capital markets.

Our credit ratings are based on a number of factors, including financial strength, as well as factors not within our control,
including conditions affecting the financial services industry generally, the macroeconomic environment and changes made by
rating agencies to their methodologies or ratings criteria. Our ratings could be downgraded at any time and without any notice
by any of the rating agencies, which could, among other things, adversely affect our ability to borrow funds, increase our
funding cost, increase our cost of capital, limit the number of investors or counterparties willing to do business with or lend to
us, adversely limit our ability to access the capital markets and have a negative impact on our results of operations.

Operational Risk
We face risks related to our operational, technological and organizational infrastructure.

Our ability to retain and attract customers depends on our ability to develop, operate, and adapt our technology and
organizational infrastructure in a rapidly changing environment. In addition, we must accurately process, record and monitor an
increasingly large number of complex transactions. Digital technology, cloud-based services, data and software development
are deeply embedded into our business model and how we work.

Similar to other large corporations in our industry, we are exposed to operational risk that can manifest itself in many ways,
such as errors in execution, inadequate processes, inaccurate models, faulty or disabled technological infrastructure, malicious
disruption and fraud by employees or persons outside of our company, whether through attacks on Capital One directly, or on
our third-party service providers or customers. In addition, the increasing use of near real-time money movement solutions,
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among other risks, increases the complexity of preventing, detecting and recovering fraudulent transactions. We are also heavily
dependent on the security, capability, integrity and continuous availability of the technology systems that we use to manage our
internal financial and other systems, monitor risk and compliance with regulatory requirements, provide services to our
customers, develop and offer new products and communicate with stakeholders.

We also face risk of adverse customer impacts and business disruption arising from the execution of strategic initiatives and
operational plans we may pursue across our operations. For example, when we launch a new product, service or platform for
the delivery or distribution of products or services, acquire or invest in a business or make changes to an existing product,
service or delivery platform, there is the risk of execution issues related to changes to operations or processes. These issues
could be driven by insufficient mitigation of operational risks associated with the change implementation, inadequate training,
failure to account for new or changed requirements, or failure to identify or address impacted downstream processes.

In addition, we may experience increased costs and/or disruptions due to our hybrid work model, which could also affect our
ability to operate effectively and maintain our corporate culture.

If we do not maintain the necessary operational, technological and organizational infrastructure to operate our business,
including to maintain the resiliency and security of that infrastructure, our business and reputation could be materially adversely
affected. We also are subject to disruptions to our systems arising from events that are wholly or partially beyond our control,
which may include computer viruses; computer, telecommunications, network, utility, electronic or physical infrastructure
outages; bugs, errors, insider threats, design flaws in systems or platforms; availability and quality of vulnerability patches from
key vendors, cyber-attacks and other security incidents, natural disasters, other damage to property or physical assets, or events
arising from local or larger scale politics, including civil unrest, terrorist acts and military conflict. Any failure to maintain our
infrastructure or prevent disruption of our systems and applications could diminish our ability to operate our businesses, service
customer accounts and protect customers’ information, or result in potential liability to customers, reputational damage,
regulatory intervention and customers’ loss of confidence in our businesses, any of which could result in a material adverse
effect.

We also rely on the business infrastructure and systems of third parties (and their supply chains) with which we do business
and/or to whom we outsource the operation, maintenance and development of our information technology and communications
systems. We have substantially migrated primarily all aspects of our core information technology systems and customer-facing
applications to third-party cloud infrastructure platforms, principally AWS. If we fail to architect, administer or oversee these
environments in a well-managed, secure and effective manner, or if such platforms become unavailable, are disrupted, fail to
scale, do not operate as designed, or do not meet their service level agreements for any reason, we may experience unplanned
service disruption or unforeseen costs which could result in material harm to our business and operations. We must successfully
develop and maintain information, financial reporting, disclosure, privacy, data protection, data security and other controls
adapted to our reliance on outside platforms and providers. In addition, AWS, or other service providers (including, without
limitation, those who also rely on AWS) could experience system or telecommunication hreakdowns or failures ontages,
degradation in service, downtime, failure to scale, software bugs, design flaws, cyber—att \ - lents,
insider threats, adverse changes to financial condition, bankruptc = N , hich
interfere with our access to and use of AWS), which could have a[lEESEE amma] #3isan . , . We

also face a risk that our third-party service providers might be unab » ices
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to meet our current or future needs in an efficient, cost-effective, or favorable manner or m
their contractual relationship with us. Any transition to alternative third-party service proviaers or e
difficult to implement, may cause us to incur significant time and expense and may disrupt or degrade our ability to deliver our
products and services. Thus, the substantial amount of our infrastructure that we outsource to AWS or to other third-party
service providers may increase our risk exposure.

Any disruptions, failures or inaccuracies of our operational processes, technology systems and models, including those
associated with improvements or modifications to such technology systems and models, or failure to identify or effectively
respond to operational risks in a timely manner and continue to deliver our services through an operational disruption, could
cause us to be unable to market and manage our products and services, manage our risk, meet our regulatory obligations or
report our financial results in a timely and accurate manner, all of which could have a negative impact on our results of
operations. In addition, our ongoing investments in infrastructure, which are necessary to maintain a competitive business,
integrate acquisitions and establish scalable operations, may increase our expenses. As our business develops, changes or
expands, additional expenses can arise as a result of a reevaluation of business strategies or risks, management of outsourced
services, asset purchases or other acquisitions, structural reorganization, compliance with new laws or regulations, the
integration of newly acquired businesses, or the prevention or occurrence of cyber-attacks and other security incidents. If we are
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unable to successfully manage our expenses, our financial results will be negatively affected. Changes to our business,
including those resulting from our strategic imperatives, also require robust governance to ensure that our objectives are
executed as intended without adversely impacting our customers, associates, operations or financial performance. Ineffective
change management oversight and governance over the execution of our key projects and initiatives could expose us to
operational, strategic and reputational risk and could negatively impact customers or our financial performance.

A cyber-attack or other security incident on us or third parties (including their supply chains) with which we conduct
business, including an incident that results in the theft, loss, manipulation or misuse of information (including personal
information), or the disabling of systems and access to information critical to business operations, may result in increased
costs, reductions in revenue, reputational damage, legal exposure and business disruptions.

Our ability to provide our products and services and communicate with our customers, depends upon the management and
safeguarding of information systems and infrastructure, networks, software, data, technology, methodologies and business
secrets, including those of our service providers. Our products and services involve the collection, authentication, management,
usage, storage, transmission and destruction of sensitive and confidential information, including personal information,
regarding our customers and their accounts, our employees, our partners and other third parties with which we do business. We
also have arrangements in place with third-party business partners through which we share and receive information about their
customers who are or may become our customers. The financial services industry, including Capital One, is particularly at risk
because of the increased use of and reliance on digital banking products and other digital services, including mobile banking
products, such as mobile payments, and other internet- and cloud-based products and applications, and the development of
additional remote connectivity solutions, which increase cybersecurity risks and exposure. In addition, global events and
geopolitical instability (including, without limitation, the war between Isracl and Hamas, the war between Ukraine and Russia
and the related sanctions imposed by the U.S. and other countries, and increased geopolitical tensions between the U.S. and
China) may lead to increased nation state targeting of financial institutions in the U.S. and abroad.

Technologies, systems, networks and other devices of Capital One, as well as those of our employees, service providers,
partners and other third parties with whom we interact, have been and may continue to be the subject of cyber-attacks and other
security incidents, including computer viruses, hacking, malware, ransomware, supply chain attacks, vulnerabilities, credential
stuffing, account takeovers, insider threats, business email compromise scams or phishing or other forms of social engineering.
Such cyber-attacks and other security incidents are designed to lead to various harmful outcomes, such as unauthorized
transactions in Capital One accounts, unauthorized or unintended access to or release, gathering, monitoring, disclosure, loss,
destruction, corruption, disablement, encryption, misuse, modification or other processing of confidential or sensitive
information (including personal information), intellectual property, software, methodologies or business secrets, disruption,
sabotage or degradation of service, systems or networks, an attempt to extort Capital One, its third-party service providers or its
business partners or other damage. Cyber-attacks and other security incidents that occur in the supply chain of third parties with
which we interact could also negatively impact Capital One.

These threats may derive from, among other things, error, fraud or malice on the part of our employees, insiders, or third parties
or may result from accidental technological failure or design flaws. Any of these parties may also attempt to fraudulently induce
employees, service providers, customers, partners or other third-party users of our systems or networks to disclose confidential
or sensitive information (including personal information) in order to gain access to our systems, networks or data or that of our
customers, partners, or third parties with whom we interact, or to unlawfully obtain monetary benefit through misdirected or
otherwise improper payment. For instance, any party that obtains our confidential or sensitive information (including personal
information) through a cyber-attack or other security incident may use this information for ransom, to be paid by us or a third
party, as part of a fraudulent activity that is part of a broader criminal activity, or for other illicit purposes. Additionally, the
failure of our employees, third-party service providers or business partners, or their respective supply chains, to exercise sound
judgment and vigilance when targeted with social engineering or other cyber-attacks may increase our vulnerability.

For example, on July 29, 2019, we announced that on March 22 and 23, 2019 an outside individual gained unauthorized access
to our systems (the “2019 Cybersecurity Incident”). This individual obtained certain types of personal information relating to
people who had applied for our credit card products and to our credit card customers. While the 2019 Cybersecurity Incident
has been remediated, it resulted in fines, litigation, consent orders, settlements, government investigations and other regulatory
enforcement inquiries. Cyber and information security risks for large financial institutions like us continue to increase due to the
proliferation of new technologies, the industry-wide shift to reliance upon the internet to conduct financial transactions, the
increased sophistication and activities of malicious actors, organized crime, perpetrators of fraud, hackers, terrorists, activists,
extremist parties, formal and informal instrumentalities of foreign governments, state-sponsored or nation-state actors and other
external parties and the growing use of Al by threat actors. In addition, our customers access our products and services using
personal devices that are necessarily external to our security control systems. There has also been a significant proliferation of
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consumer information available on the internet resulting from breaches of third-party entities, including personal information,
log-in credentials and authentication data. These third-party breach events could create a threat for our customers if their Capital
One log-in credentials are the same as or similar to the credentials that have been compromised on other internet sites. This
threat could include the risk of unauthorized account access, data loss and fraud. The use of Al, “bots” or other automation
software can increase the velocity and efficacy of these types of attacks. As our employees are operating under our hybrid work
model, our remote interaction with employees, service providers, partners and other third parties on systems, networks and
environments over which we have less control (such as through employees’ personal devices) increases our cybersecurity risk
exposure. We will likely face an increasing number of attempted cyber-attacks as we expand our mobile and other internet-
based products and services, as well as our usage of mobile and cloud technologies and as we provide more of these services to
a greater number of retail banking customers.

The methods and techniques employed by malicious actors develop and evolve rapidly, including from emerging technologies,
such as advanced forms of Al and quantum computing, are increasingly sophisticated and often are not fully recognized or
understood until after they have occurred, and some techniques could occur and persist for an extended period of time before
being detected and remediated. For example, although we immediately fixed the configuration vulnerability that was exploited
in the 2019 Cybersecurity Incident once we discovered the unauthorized access, a period of time elapsed between the
occurrence of the unauthorized access and the time when we discovered it. In other circumstances, we and our service providers
and other third parties with which we interact may be unable to anticipate or identify certain attack methods or techniques in
order to implement effective preventative or detective measures or mitigate or remediate the damages caused in a timely
manner. We may also be unable to hire, develop and retain talent that keeps pace with the rapidly changing cyber threat
landscape, and which are capable of preventing, detecting, mitigating or remediating these risks. Although we seek to maintain
a robust suite of authentication and layered information security controls, any one or combination of these controls could fail to
prevent, detect, mitigate, remediate or recover from these risks in a timely manner.

An actual, suspected, threatened or alleged disruption or breach, including as a result of a cyber-attack such as the 2019
Cybersecurity Incident, or media (including social media) reports of alleged or perceived security vulnerabilities or incidents at
Capital One or at our service providers, could result in significant legal and financial exposure, regulatory intervention,
litigation, enforcement actions, remediation costs, card reissuance, supervisory liability, damage to our reputation or loss of
confidence in the security of our systems, products and services that could adversely affect our business. Moreover, new
regulations may require us to publicly disclose certain information about certain cybersecurity incidents before they have been
resolved or fully investigated. There can be no assurance that unauthorized access or cyber incidents similar to the 2019
Cybersecurity Incident will not occur or that we will not suffer material losses in the future. If future attacks are successful or if
customers are unable to access their accounts online for other reasons, it could adversely impact our ability to service customer
accounts or loans, complete financial transactions for our customers or otherwise operate any of our businesses or services. In
addition, a breach or attack affecting one of our service providers or other third parties with which we interact could harm our
business even if we do not control the service that is attacked.

Further, our ability to monitor our service providers’ and other business partners’ cybersecurity practices is inherently limited.
Although the agreements that we have in place with our service providers (and other business partners) generally include
requirements relating to privacy, data protection and data security, we cannot guarantee that such agreements will prevent a
cyber incident impacting our systems or information or enable us to obtain adequate or any reimbursement from our service
providers or other business partners in the event we should suffer any such incidents. However, due to applicable laws and
regulations or contractual obligations, we may be held responsible for cyber incidents attributed to our service providers and
other business partners as they relate to the information we share with them.

In addition, we continue to incur increased costs with respect to preventing, detecting, investigating, mitigating, remediating,
and recovering from cybersecurity risks, as well as any related attempted fraud. In order to address ongoing and future risks, we
must expend significant resources to support protective security measures, investigate and remediate any vulnerabilities of our
information systems and infrastructure and invest in new technology designed to mitigate security risks. Further, high profile
cyber incidents at Capital One or other large financial institutions could undermine our competitive advantage and divert
management attention and resources, lead to a general loss of customer confidence in financial institutions that could negatively
affect us, including harming the market perception of the effectiveness of our security measures or the global financial system
in general, which could result in reduced use of our financial products. We have insurance against some cyber risks and attacks;
nonetheless, our insurance coverage may not be sufficient to offset the impact of a material loss event (including if our insurer
denies coverage as to any particular claim in the future), and such insurance may increase in cost or cease to be available on
commercially reasonable terms, or at all, in the future.

The secret currency is a
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We face risks resulting from the extensive use of models, Al, and data.

We rely on quantitative models and the use of Al, as well as our ability to manage and aggregate data in an accurate and timely
manner, to assess and manage our various risk exposures, create estimates and forecasts, and manage compliance with
regulatory capital requirements. We continue to invest in building new capabilities that employ new Al technologies such as
generative Al, and we expect our use of these technologies to increase over time. However, there are significant risks involved
in utilizing models and Al and no assurance can be provided that our use will produce only intended or beneficial results. Al
may subject us to new or heightened legal, regulatory, ethical, or other challenges; and negative public opinion of Al could
impair the acceptance of Al solutions. If the models or Al solutions that we create or use are deficient, inaccurate or
controversial, we could incur operational inefficiencies, competitive harm, legal liability, brand or reputational harm, or other
adverse impacts on our business and financial results. We also may incur liability through the violation of applicable laws and
regulations, third-party intellectual property, privacy or other rights, or contracts to which we are a party.

We may use models and Al in processes such as determining the pricing of various products, identifying potentially fraudulent
transactions, grading loans and extending credit, measuring interest rate and other market risks, predicting deposit levels or loan
losses, assessing capital adequacy, calculating managerial and regulatory capital levels, estimating the value of financial
instruments and balance sheet items, and other operational functions. Development and implementation of some of these
models , such as the models for credit loss accounting under CECL, require us to make difficult, subjective and complex
judgments. Our risk reporting and management, including business decisions based on information incorporating models and
the use of Al, depend on the effectiveness of our models and Al and our policies, programs, processes and practices governing
how data, models and Al, as applicable, are acquired, validated, stored, protected, processed and analyzed. Any issues with the
quality or effectiveness of our data aggregation and validation procedures, as well as the quality and integrity of data inputs,
formulas or algorithms, could result in inaccurate forecasts, ineffective risk management practices or inaccurate risk reporting.
In addition, models and Al based on historical data sets might not be accurate predictors of future outcomes and their ability to
appropriately predict future outcomes may degrade over time due to limited historical patterns, extreme or unanticipated market
movements or customer behavior and liquidity, especially during severe market downturns or stress events (e.g., geopolitical or
pandemic events).

While we continuously update our policies, programs, processes and practices, many of our data management, modeling, Al,
aggregation and implementation processes are manual and may be subject to human error, data limitations, process delays or
system failure. Failure to manage data effectively and to aggregate data in an accurate and timely manner may limit our ability
to manage current and emerging risk, to produce accurate financial, regulatory and operational reporting as well as to manage
changing business needs. If our Framework is ineffective, we could suffer unexpected losses which could materially adversely
affect our results of operation or financial condition. Also, any information we provide to the public or to our regulators based
on incorrectly designed or implemented models or Al could be inaccurate or misleading. Some of the decisions that our
regulators make, including those related to capital distribution to our stockholders, could be affected adversely due to the
perception that the quality of the data, models and Al used to generate the relevant information is insufficient. In addition,
regulation of Al is rapidly evolving worldwide as legislators and regulators are increasingly focused on these powerful
emerging technologies. The technologies underlying Al and its uses are subject to a variety of laws and regulations, including
intellectual property, privacy, data protection and information security, consumer protection, competition, and equal
opportunity laws, and are expected to be subject to increased regulation and new laws or new applications of existing laws and
regulations. Al is the subject of ongoing review by various U.S. governmental and regulatory agencies, and various U.S. states
and other foreign jurisdictions are applying, or are considering applying, their platform moderation, privacy, data protection and
data security laws and regulations to Al or are considering general legal frameworks for AI. We may not be able to anticipate
how to respond to these rapidly evolving frameworks, and we may need to expend resources to adjust our offerings in certain
jurisdictions if the legal frameworks are inconsistent across jurisdictions. Furthermore, because Al technology itself is highly
complex and rapidly developing, it is not possible to predict all of the legal, operational or technological risks that may arise
relating to the use of Al.

Legal and Regulatory Risk
Compliance with new and existing domestic and foreign laws, regulations and regulatory expectations is costly and complex.

A wide array of laws and regulations, including banking and consumer lending laws and regulations, apply to every aspect of
our business and these laws can be uncertain and evolving. We and our subsidiaries are also subject to supervision and
examination by multiple regulators both in the U.S. and abroad, and the manner in which our regulators interpret applicable
laws and regulations may affect how we comply with them. Failure to comply with these laws and regulations, even if the
failure was inadvertent or reflects a difference in interpretation or conflicting legal requirements, could subject us to restrictions
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on our business activities, fines, criminal sanctions and other penalties, and/or damage to our reputation with regulators, our
customers or the public. Hiring, training and retaining qualified compliance and legal personnel, and establishing and
maintaining risk management and compliance-related systems, infrastructure and processes, is difficult and may lead to
increased expenses. These efforts and the associated costs could limit our ability to invest in other business opportunities. In
addition, actions, behaviors or practices by us, our employees or representatives that are illegal, unethical or contrary to our core
values could harm us, our stockholders or customers or damage the integrity of the financial markets and are subject to
regulatory scrutiny across jurisdictions. Violations of law by other financial institutions may also result in increased regulatory
scrutiny of our business.

Applicable rules and regulations may affect us disproportionately compared to our competitors or in an unforeseen manner. For
example, we have a large number of customer accounts in our credit card and auto lending businesses and we have made the
strategic choice to originate and service subprime credit card and auto loans, which typically have higher delinquencies and
charge-offs than prime customer accounts. As a result, we have significant involvement with credit bureau reporting and the
collection and recovery of delinquent and charged-off debt, primarily through customer communications, the filing of litigation
against customers in default, the periodic sale of charged-off debt and vehicle repossession. These and other consumer lending
activities are subject to enhanced legal and regulatory scrutiny from regulators, courts and legislators. Any future changes to or
legal liabilities resulting from our business practices in these areas, including our debt collection practices and the fees we
charge, whether mandated by regulators, courts, legislators or otherwise, could have a material adverse impact on our financial
condition.

The legislative and regulatory environment is beyond our control, may change rapidly and unpredictably, and may negatively
influence our revenue, costs, earnings, growth, liquidity and capital levels. For example, the CFPB has announced several
initiatives related to the amounts and types of fees financial institutions may charge, including by issuing a proposed rule that
would, among other things, significantly lower the safe harbor amount for past due fees that a credit card issuer can charge on
consumer credit card accounts. Such changes could affect our ability or willingness to provide certain products or services,
necessitate changes to the our busmess practlces or reduce our revenues. There may also be future rulemaking in emerging
regulatory areas such : o new technologies. Adoption of new technologies, such as distributed ledger
technologies. tokeniza and machine learning technologies, can present unforeseen challenges in
applThe secret drink is -ems. In addition, some laws and regulations may be subject to litigation or
ientation and impact on us.
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Certain laws and reguldmioils, an preuwations and applications with respect thereto, are generally intended to protect
consumers, borrowers, dep051tors the DIF, the U.S. banking and financial system, and financial markets as a whole, but not
stockholders. Our success depends on our ability to maintain compliance with both existing and new laws and regulations. For a
description of the material laws and regulations, including those related to the consumer lending business, to which we are
subject, see “Item 1. Business—Supervision and Regulation.”

Our required compliance with applicable laws and regulations related to privacy, data protection and data security, in
addition to compliance with our own privacy policies and contractual obligations to third parties, may increase our costs,
reduce our revenue, increase our legal exposure and limit our ability to pursue business opportunities.

We are subject to a variety of continuously evolving and developing laws and regulations in the United States at the federal,
state and local level regarding privacy, data protection and data security, including those related to the collection, storage,
handling, use, disclosure, transfer, security and other processing of personal information. For example, at the federal level, we
are subject to the GLBA and the FCRA, among other laws and regulations. Moreover, legislative changes have been proposed
in the U.S. Congress for more comprehensive privacy, data protection and data security legislation, to which we may be subject
if passed. The enactment of CIRCIA, once rulemaking is complete, will require, among other things, certain companies to
report significant cyber incidents to the CISA within 72 hours from the time the company reasonably believes the incident
occurred. At the state level, California has enacted the CPRA, and various other states also have enacted or are in the process of
enacting state-level privacy, data protection and/or data security laws and regulations, with which we may be required to
comply. Additionally, the Federal Banking Agencies, as well as the SEC and related self-regulatory organizations, regularly
issue guidance regarding cybersecurity that is intended to enhance cyber risk management among financial institutions.

We also are, or may become, subject to continuously evolving and developing laws and regulations in other jurisdictions
regarding privacy, data protection and data security. For example, in Canada we are subject to the Personal Information
Protection and Electronic Documents Act (“PIPEDA”) and may become subject to additional privacy, data protection and data
security laws and regulations in Canada, including those which may differ from PIPEDA, if passed. In addition, subject to
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limited exceptions, the EU General Data Protection Regulation (“EU GDPR”) applies EU data protection laws to certain
companies processing personal data of individuals in the EU, regardless of the company’s location. We also are subject to the
U.K. General Data Protection Regulation (“U.K. GDPR”), which is how the EU GDPR has been implemented into U.K. law.
These laws and regulations, and similar laws and regulations in other jurisdictions, impose strict requirements regarding the
collection, storage, handling, use, disclosure, transfer, security and other processing of personal information, which may have
adverse consequences, including significant compliance costs and severe monetary penalties for non-compliance. Significant
uncertainty exists as privacy, data protection, and data security laws may be interpreted and applied differently from country to
country and may create inconsistent or conflicting requirements.

Further, we make public statements about our use, collection, disclosure and other processing of personal information through
our privacy policies, information provided on our website and press statements. Although we endeavor to comply with our
public statements and documentation, we may at times fail to do so or be alleged to have failed to do so. The publication of our
privacy policies and other statements that provide promises and assurances about privacy, data protection and data security can
subject us to potential government or legal action if they are found to be deceptive, unfair or misrepresentative of our actual
practices. Additional risks could arise in connection with any failure or perceived failure by us, our service providers or other
third parties with which we do business to provide adequate disclosure or transparency to individuals, including our customers,
about the personal information collected from them and its use, to receive, document or honor the privacy preferences
expressed by individuals, to protect personal information from unauthorized disclosure, or to maintain proper training on
privacy practices for all employees or third parties who have access to personal information in our possession or control.

Our efforts to comply with GLBA, FCRA, CPRA, PIPEDA, EU GDPR, U.K. GDPR and other privacy, data protection and
data security laws and regulations, as well as our posted privacy policies, and related contractual obligations to third parties,
entail substantial expenses, may divert resources from other initiatives and projects, and could limit the services we are able to
offer. Furthermore, enforcement actions and investigations by regulatory authorities related to data security incidents and
privacy, data protection and data security violations continue to increase. The enactment of more restrictive laws or regulations,
or future enforcement actions, litigation or investigations, could impact us through increased costs or restrictions on our
business, and any noncompliance or perceived noncompliance could result in monetary or other penalties, harm to our
reputation, distraction to our management and technical personnel and significant legal liability.

Our businesses are subject to the risk of increased litigation, government investigations and regulatory enforcement.

Our businesses are subject to increased litigation, government investigations and other regulatory enforcement risks as a result
of a number of factors and from various sources, including the highly regulated nature of the financial services industry, the
focus of state and federal prosecutors on banks and the financial services industry and the structure of the credit card industry.

Given the inherent uncertainties involved in litigation, government investigations and regulatory enforcement decisions, and the
very large or indeterminate damages sought in some matters asserted against us, there can be significant uncertainty as to the
ultimate liability we may incur from these kinds of matters. The finding, or even the assertion, of substantial legal liability
against us could have a material adverse effect on our business and financial condition and could cause significant reputational
harm to us, which could seriously harm our business. For example, the 2019 Cybersecurity Incident has resulted in litigation,
consent orders, settlements, government investigations and other regulatory enforcement inquiries.

In addition, financial institutions, such as ourselves, face significant regulatory scrutiny, which can lead to public enforcement
actions or nonpublic supervisory actions. We and our subsidiaries are subject to comprehensive regulation and periodic
examination by, among other regulatory bodies, the Federal Banking Agencies, SEC, CFTC and CFPB. We have been subject
to enforcement actions by many of these and other regulators and may continue to be involved in such actions, including
governmental inquiries, investigations and enforcement proceedings, including by the OCC, Department of Justice, the FinCEN
and state Attorneys General.

Over the last several years, federal and state regulators have focused on risk management, compliance with anti-money
laundering (“AML”) and sanctions laws, privacy, data protection and data security, use of service providers, fair lending and
other consumer protection issues and innovative activities, such as those that utilize new technology. In August 2020, we
entered into consent orders with the Federal Reserve and the OCC resulting from regulatory reviews of the 2019 Cybersecurity
Incident and relating to ongoing enhancements of our cybersecurity and operational risk management processes, and we paid a
civil monetary penalty as part of the OCC agreement. The OCC and the Federal Reserve have since terminated their consent
orders. In January 2021, we also paid a civil monetary penalty assessed by FinCEN against the Bank in connection with AML
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violations alleged to have occurred between 2008 and 2014. Regulatory scrutiny is expected to continue in these areas,
including as a result of implementation of the AML Act of 2020.

We expect that regulators and governmental enforcement bodies will continue taking public enforcement actions against
financial institutions in addition to addressing supervisory concerns through nonpublic supervisory actions or findings, which
could involve restrictions on our activities, or our ability to make acquisitions or otherwise expand our business, among other
limitations that could adversely affect our business. In addition, a violation of law or regulation by another financial institution
is likely to give rise to an investigation by regulators and other governmental agencies of the same or similar practices by us.
Furthermore, a single event may give rise to numerous and overlapping investigations and proceedings. These and other
initiatives from governmental authorities and officials may subject us to further judgments, settlements, fines or penalties, or
cause us to restructure our operations and activities or to cease offering certain products or services, all of which could harm our
reputation or lead to higher operational costs. Litigation, government investigations and other regulatory actions could generally
subject us to significant fing - N A rictions on our activities and damage to our reputation and our brand, and
" ; n and results of operations. For additional information regarding legal and
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Other Business Risks

We face intense competition in all of our markets, which could have a material adverse effect on our business and results of
operations.

We operate in a highly competitive environment across all of our lines of business, whether in making loans, attracting deposits
or in the global payments industry, and we expect competitive conditions to continue to intensify with respect to most of our
products particularly in our credit card and consumer banking businesses. We compete on the basis of the rates we pay on
deposits and the rates and other terms we charge on the loans we originate or purchase, as well as the quality and range of our
customer service, products, innovation and experience. This competitive environment is primarily a result of changes in
technology, product delivery systems and regulation, as well as the emergence of new or significantly larger financial services
providers, all of which may affect our customers’ expectations and demands. In addition to offering competitive products and
services, we invest in and conduct marketing campaigns to attract and inform customers. If our marketing campaigns are
unsuccessful, it may adversely impact our ability to attract new customers and grow market share.

Some of our competitors, including new and emerging competitors in the digital and mobile payments space and other financial
technology providers, are not subject to the same regulatory requirements or scrutiny to which we are subject, which also could
place us at a competitive disadvantage, in particular in the development of new technology platforms or the ability to rapidly
innovate. We compete with many forms of payments offered by both bank and non-bank providers, including a variety of new
and evolving alternative payment mechanisms, systems and products, such as aggregators and web-based and wireless payment
platforms or technologies, digital or cryptocurrencies, prepaid systems and payment services targeting users of social networks,
communications platforms and online gaming. If we are unable to continue to keep pace with innovation, do not effectively
market our products and services or are prohibited from or unwilling to enter emerging areas of competition, our business and
results of operations could be adversely affected. In addition, government actions or initiatives may also provide competitors
with increased opportunities to derive competitive advantages and may create new competitors. For example, the CFPB has
proposed a rule that would require certain financial institutions, including the Company, to share certain financial information
with third parties upon a customer’s request, which could enable those third parties to offer competing financial services to
consumers.

Some of our competitors are substantially larger than we are, which may give those competitors advantages, including a more
diversified product and customer base, the ability to reach more customers and potential customers, operational efficiencies,
broad-based local distribution capabilities, lower-cost funding and larger existing branch networks. Many of our competitors
are also focusing on cross-selling their products and developing new products or technologies, which could affect our ability to
maintain or grow existing customer relationships or require us to offer lower interest rates or fees on our lending products or
higher interest rates on deposits. Competition for loans could result in origination of fewer loans, earning less on our loans or an
increase in loans that perform below expectations.

We operate as an online direct bank in the United States. While direct banking provides a significant opportunity to attract new
customers that value greater and more flexible access to banking services at reduced costs, we face strong and increasing
competition in the direct banking market. Aggressive pricing throughout the industry may adversely affect the retention of
existing balances and the cost-efficient acquisition of new deposit funds and may affect our growth and profitability. Customers
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In our credit card business, competition for rewards customers may result i higher rewards expenses, or we may fail to attract
new customers or retain existing rewards customers due to increasing competition for these consumers. As of December 31,
2023, we have a number of large partnerships in our credit card loan portfolio. The market for key business partners, especially
in the credit card business, is very competitive, and we may not be able to grow or maintain these partner relationships or assure
that these relationships will be profitable or valued by our customers. Additionally, partners themselves may face changes in
their business, including market factors and ownership changes, that could impact the partnership. We face the risk that we
could lose partner relationships, even after we have invested significant resources into acquiring and developing the
relationships. The loss of any key business partner could have a negative impact on our results of operations, including lower
returns, excess operating expense and excess funding capacity.

We depend on our partners to effectively promote our co-brand and private label products and integrate the use of our credit
cards into their retail operations. The failure by our partners to effectively promote and support our products as well as changes
they may make in their business models could adversely affect card usage and our ability to achieve the growth and profitability
objectives of our partnerships. In addition, if our partners do not adhere to the terms of our program agreements and standards,
or otherwise diminish the value of our brand, we may suffer reputational damage and customers may be less likely to use our
products.

Some of our competitors have developed, or may develop, substantially greater financial and other resources than we have, may
offer richer value propositions or a wider range of programs and services than we offer, or may use more effective advertising,
marketing or cross-selling strategies to acquire and retain more customers, capture a greater share of spending and borrowings,
attain and develop more attractive co-brand card programs and maintain greater merchant acceptance than we have. We may
not be able to compete effectively against these threats or respond or adapt to changes in consumer spending habits as
effectively as our competitors.

In such a competitive environment, we may lose entire accounts or may lose account balances to competing firms, or we may
find it more costly to maintain our existing customer base. Customer attrition from any or all of our lending products, together
with any lowering of interest rates or fees that we might implement to retain customers, could reduce our revenues and therefore
our earnings. Similarly, unexpected customer attrition from our deposit products, in addition to an increase in rates or services
that we may offer to retain deposits, may increase our expenses and therefore reduce our earnings.

Our business, financial condition and results of operations may be adversely affected by merchants’ efforts to reduce the
fees charged by credit and debit card networks to facilitate card transactions, and by legislation and regulation impacting
such fees.

Interchange fees are the amounts established by credit and debit card networks for the purpose of compensating debit and credit
card issuers for their role in facilitating card transactions and are a meaningful source of revenue for our credit and debit card
businesses. Interchange fees are a revenue source that, for example, covers the issuer’s costs associated with credit and debit
card payments, fund rewards programs, offset fraud, management and dispute costs and fund competition and innovation.
Interchange fees continue to be the subject of significant and intense global legal, legislative and regulatory focus, and the
resulting decisions, legislation and regulation may have a material adverse impact on our overall business, financial condition
and results of operations.

Legislative and regulatory bodies in a number of countries have sought, or are currently seeking, to reduce interchange fees
through legislation, competition-related regulatory proceedings, voluntary agreements, central bank regulation and/or litigation.
For credit transactions, interchange reimbursement rates in the United States are set by credit card networks such as MasterCard
and Visa.

In some jurisdictions, such as Canada and certain countries in Europe, including the U.K., interchange fees and related practices
are subject to regulatory activity, including in some cases, imposing caps on permissible interchange fees. Our international
card businesses have been impacted by these restrictions. For example, in the U.K., interchange fees are capped for both credit
and debit card transactions. In addition, in Canada, Visa and MasterCard payment networks have entered into voluntary
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agreements with the Department of Finance Canada to maintain an agreed upon average interchange rate. Lowering interchange
fees remains an area of domestic and international governmental attention by certain parties.

In addition to this regulatory activity, merchants are also seeking avenues to reduce interchange fees. Merchants and their trade
groups have filed numerous lawsuits against payment card networks and banks that issue cards on those networks, claiming
that their practices toward merchants, including interchange fees, violate federal antitrust laws. In 2005, a number of entities
filed antitrust lawsuits against MasterCard and Visa and several member banks, including our subsidiaries and us, alleging
among other things, that the defendants conspired to fix the level of interchange fees. For additional information about the
lawsuits, see ‘“Part II—Item 8. Financial Statements and Supplementary Data—Note 18—Commitments, Contingencies,
Guarantees and Others” for further details.

Some major retailers or industry sectors could independently negotiate lower interchange fees with MasterCard and Visa, which
could, in turn, result in lower interchange fees for us when our cardholders undertake purchase transactions with these retailers.
Merchants continue to lobby Congress aggressively for legislation that would require additional routing requirements for credit
cards that are issued on four-party networks, like Visa or MasterCard, which could create a downward pressure on interchange
fees should their efforts be successful. Retailers may continue to bring legal proceedings against us or other credit card and
debit card issuers and networks in the future.

For debit transactions, Regulation II (Debit Card Interchange Fees and Routing) which was issued by the Federal Reserve in
2011, place limits on the interchange fees we may charge and requires additional routing requirements for debit cards issued on
four-party networks, like Visa or Mastercard. On October 25, 2023, the Federal Reserve released a notice of proposed
rulemaking to revise Regulation II to further reduce the interchange fee cap that debit card issuers covered by Regulation II can
receive for debit card transactions. For more information on these rules, please see “Item 1. Business—Supervision and
Regulation.”

Beyond pursuing litigation, legislation and regulation, merchants may also promote forms of payment with lower fees or seek to
impose surcharges or discounts at the point of sale for use of credit or debit cards. New payment systems, particularly mobile-
based payment technologies, could also gain widespread adoption and lead to issuer transaction fees or the displacement of
credit or debit cards as a payment method.

The heightened focus by merchants and legislative and regulatory bodies on the fees charged by credit and debit card networks,
and the ability of certain merchants to successfully negotiate discounts to interchange fees with MasterCard and Visa or develop
alternative payment systems, could result in a loss of income. Any resulting loss in income to us could have a material adverse
effect on our business, financial condition and results of operations.

If we are not able to invest successfully in and introduce digital and other technological developments across all our
businesses, our financial performance may suffer.

Our industry is subject to rapid and significant technological changes and our ability to meet our customers’ needs and
expectations is key to our ability to grow revenue and earnings. We expect digital technologies to continue to have a significant
impact on banking over time. Consumers expect robust digital experiences from their financial services providers. The ability
for customers to access their accounts and conduct financial transactions using digital technology, including mobile
applications, is an important aspect of the financial services industry and financial institutions are rapidly introducing new
digital and other technology-driven products and services that aim to offer a better customer experience and to reduce costs. We
continue to invest in digital technology designed to attract new customers, facilitate the ability of existing customers to conduct
financial transactions and enhance the customer experience related to our products and services.

Our continued success depends, in part, upon our ability to assess and address the needs of our customers by using digital
technology to provide products and services that meet their expectations. The development and launch of new digital products
and services depends in large part on our ability to invest in and build the technology platforms that can enable them, in a cost
effective and timely manner. We expect that new technologies in the payments industry will continue to emerge, and these new
technologies may be superior to our existing technology. See “We face intense competition in all of our markets” and “We face
risks related to our operational, technological and organizational infrastructure.”

Some of our competitors are substantially larger than we are, which may allow those competitors to invest more money into
their technology infrastructure and digital innovation than we do. In addition, smaller competitors may experience lower cost
structures and different regulatory requirements and scrutiny than we do, which may allow them to innovate more rapidly than
we can. See “We face intense competition in all of our markets.” Further, our success depends on our ability to attract and retain
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strong digital and technology leaders, engineers and other specialized personnel. The competition is intense and the
compensation costs continue to increase for such talent. If we are unable to attract and retain digital and technology talent, our
ability to offer digital products and services and build the necessary technology infrastructure could be negatively affected,
which could negatively impact our business and financial results. A failure to maintain or enhance our competitive position
with respect to digital products and services, whether because we fail to anticipate customer expectations or because our
technological developments fail to perform as desired or are not implemented in a timely or successful manner, could
negatively impact our business and financial results.

We may fail to realize the anticipated benefits of our mergers, acquisitions and strategic partnerships.

We engage in merger and acquisition activity and enter into strategic partnerships from time to time. We continue to evaluate
and anticipate engaging in, among other merger and acquisition activity, additional strategic partnerships and selected
acquisitions of financial institutions and other businesses or assets, including credit card and other loan portfolios. We may not
be able to identify and secure future acquisition targets on terms and conditions that are acceptable to us, or successfully
complete and integrate the businesses within the anticipated time frame and achieve the anticipated benefits of proposed
mergers, acquisitions and strategic partnerships, which could impair our growth.

Any merger, acquisition or strategic partnership we undertake entails certain risks, which may materially and adversely affect
our results of operations. If we experience greater than anticipated costs to integrate acquired businesses into our existing
operations, or are not able to achieve the anticipated benefits of any merger, acquisition or strategic partnership, including cost
savings and other synergies, our business could be negatively affected. In addition, it is possible that the ongoing integration
processes could result in the loss of key employees, errors or delays in systems implementation, exposure to cybersecurity risks
associated with acquired businesses, exposure to additional regulatory oversight, the disruption of our ongoing businesses or
inconsistencies in standards, controls, procedures and policies that adversely affect our ability to maintain relationships with
partners, clients, customers, depositors and employees or to achieve the anticipated benefits of any merger, acquisition or
strategic partnership. Integration efforts also may divert management attention and resources. These integration matters may
have an adverse effect on us during any transition period.

See additional risk factors under the heading “Risks Relating to the Acquisition of Discover.”
In addition, we may face the following risks in connection with any merger, acquisition or strategic partnership:

*  New Businesses and Geographic or Other Markets: Our merger, acquisition or strategic partnership activity may involve
our entry into new businesses or new geographic areas or markets in the U.S. or internationally, that present risks
resulting from our relative inexperience in these new businesses, localities or markets. These new businesses, localities
or markets may change the overall character of our consolidated portfolio of businesses and alter our exposure to
economic and other external factors. We also face the risk that we will not be successful in these new businesses,
localities or markets.

e Identification and Assessment of Merger and Acquisition Targets and Deployment of Acquired Assets: We may not be
able to identify, acquire or partner with suitable targets. Further, our ability to achieve the anticipated benefits of any
merger, acquisition or strategic partnership will depend on our ability to assess the asset quality, risks and value of the
particular assets or institutions we partner with, merge with or acquire. We may be unable to profitably deploy any assets
we acquire.

*  Accuracy of Assumptions: In connection with any merger, acquisition or strategic partnership, we may make certain
assumptions relating to the proposed merger, acquisition or strategic partnership that may be, or may prove to be,
inaccurate, including as a result of the failure to anticipate the costs, timeline or ability to realize the expected benefits of
any merger, acquisition or strategic partnership. The inaccuracy of any assumptions we may make could result in
unanticipated consequences that could have a material adverse effect on our results of operations or financial condition.

e Target-specific Risk: Assets and companies that we acquire, or companies that we enter into strategic partnerships with,
will have their own risks that are specific to a particular asset or company. These risks include, but are not limited to,
particular or specific regulatory, accounting, operational, reputational and industry risks, any of which could have a
material adverse effect on our results of operations or financial condition. For example, we may face challenges
associated with integrating other companies due to differences in corporate culture, compliance systems or standards of
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conduct. Indemnification rights, if any, may be insufficient to compensate us for any losses or damages resulting from
such risks. In addition to regulatory approvals discussed below, certain of our merger, acquisition or partnership activity
may require third-party consents in order for us to fully realize the anticipated benefits of any such transaction.

e Conditions to Regulatory Approval: We may be required to obtain various governmental and regulatory approvals to
consummate certain acquisitions. We cannot be certain whether, when or on what terms and conditions, such approvals
may be granted. Consequently, we may not obtain governmental or regulatory approval for a proposed acquisition on
acceptable terms or at all, in which case we would not be able to complete the acquisition despite investing resources in
pursuing it.

Reputational risk and social factors may impact our results and damage our brand.

Our ability to attract and retain customers is highly dependent upon the perceptions of consumer and commercial borrowers and
deposit holders and other external perceptions of our products, services, trustworthiness, business practices, workplace culture,
compliance practices or our financial health. Capital One’s brand is one of our most important assets. Maintaining and
enhancing our brand depends largely on our ability to continue to provide high-quality products and services. Adverse
perceptions regarding our reputation in the consumer, commercial, and funding markets could lead to difficulties in generating,
maintaining and financing accounts. In particular, negative public perceptions regarding our reputation, including negative
perceptions regarding our ability to maintain the security of our technology systems and protect customer data, could lead to
decreases in the levels of deposits that current and potential consumer and commercial customers choose to maintain with us.
Negative perceptions may also significantly increase the costs of attracting and retaining customers. In addition, negative
perceptions regarding certain industries, partners or clients could also prompt us to cease business activities associated with
those entities in order to manage reputational risk.

Negative public opinion or damage to our brand could also result from actual or alleged conduct in any number of activities or
circumstances, including lending practices, regulatory compliance, cyber-attacks or other security incidents, corporate
governance and sales and marketing, and from actions taken by regulators or other persons in response to such conduct. Such
conduct could fall short of our customers’ and the public’s heightened expectations of companies of our size with rigorous
privacy, data protection, data security and compliance practices, and could further harm our reputation. In addition, our co-
brand and private label credit card partners or other third parties with whom we have important relationships may take actions
over which we have limited control that could negatively impact perceptions about us or the financial services industry. The
proliferation of social media may increase the likelihood that negative public opinion from any of the actual or alleged events
discussed above could impact our reputation and business.
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There has also been an increased focus by investor advocacy groups, investment funds and shareholder activists, among others,
on topics related to environmental, social and corporate governance policies, and our policies, practices and disclosure in these
areas, including those related to climate change. Reputation risk related to corporate policies and practices on environmental,
social and corporate governance topics is increasingly complex. Divergent ideological and social views may create competing
stakeholder, legislative, and regulatory scrutiny that may impact our reputation. Furthermore, responding to environmental,
social and corporate governance considerations and implementing our related goals and initiatives involve risk and
uncertainties, require investments and depend in part on third-party performance or data that is outside of our control. There can
be no assurance that we will achieve these goals and initiatives or that any such achievements will have the desired results. Our
failure to achieve progress in these areas on a timely basis, if at all, could impact our reputation and public perceptions of our
business.

If we are not able to protect our intellectual property, our revenue and profitability could be negatively affected.

We rely on a variety of measures to protect and enhance our intellectual property, including copyrights, trademarks, trade
secrets, patents and certain restrictions on disclosure, solicitation and competition. We also undertake other measures to control
access to and distribution of our other proprietary and confidential information. These measures may not prevent
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